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Bonjour à tous,


Ce matin j'ai été confronté à problème "d'infra" et j'ai eu une prise de conscience, du coups petit tour sur mon forum préféré pour avoir votre retour d'expérience en entreprise (j'insiste en entreprise et non en bricolage à la maison ;) ).


Contexte :

7h15 j'arrive tout détendu du… weekend et je découvre que la baie serveur est off. Petite inspection physique côté arrivé électrique, pas de problème. Je remonte jusqu'à l'onduleur et je découvre qu'il est tombé en marche dans son processus de reboot. Bref j'arrive à le remettre en charge et rebooter l'ensemble.


Petit à petit le réseau revient puis les serveurs mais forcément c'est le début de semaine et tout ne redémarre pas correctement et je dois me connecter aux hyperviseurs. Voilà le contexte est posé et passons à la prise de conscience.


Tout d'un coups je me rends compte d'un point faible : comment faire si je perd la mémoire ? Car oui j'ai beaucoup de truc en tête (certaines ip ou mots de passes…). Dernièrement j'ai mis en place un gestionnaire de mot de passe mais pas de chance il est sur l'infra qui était off. Donc pas d'infra, pas de mots de passes. Pareil si tout ceci était sur une solution dédié (glpi ou un pauvre tableur stocké sur un serveur).


Maintenant la question : comment rendre toutes ces informations accessible à un autre membre de l'entreprise tout en alliant maintenabilité et sécurité ?


Merci pour vos lumières.
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