

Journal Quand la DGFiP (les impôts) donne des conseils de sécurité...


Posté par mahikeulbody le 05 mars 2022 à 10:53.
Licence CC By‑SA.

Étiquettes :
aucune









[image: ]



Vérifiez toujours l'adresse de l'expéditeur des messages avant de les ouvrir. Pour la DGFiP, la partie droite de l'adresse doit être égale à @dgfip.finances.gouv.fr. Sinon, il s'agit d'un message frauduleux.


Extrait d'un e-mail relatif à la sécurité reçu hier de la Directions des Finances (i.e. les impôts).


Je trouve ça particulièrement grave d'autant plus que c'est une recommendation qui se présente comme une bonne pratique "en général", pas seulement pour la DGFiP.


Pour compléter le tableau, il y a bien sûr un gros bouton permettant d'accéder directement à son espace personnel, cette fois sans aucune recommandation vis à vis des précautions à prendre pour un lien incorporé dans un mail. Il est vrai qu'une fois l'expéditeur vérifié selon la méthode ci-dessus, le lien est forcément sûr…


On parle de la DGFiP, c'est-a-dire d'une entité susceptible d'envoyer ça à des dizaines de millions de personnes.
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