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Pour certains projets (le kernel par exemple), je crois qu'il y a des ML "vendors", à accès restreint. Normalement, les distributions sont prévenues à l'avance, les références "CVE" sont créées mais  le détail en est caché au commun des mortels. Quand la bug est rendue publique, toutes les distros sont capables de fournir un correctif dans la foulée, même s'il leur a fallu au préalable quelques jours ou semaines de préparation ("QA")



Les distros qui ont moins de moyens fournissent peut être les correctifs plus tard, mais on ne peut pas non plus attendre que "tout le monde soit prêt".



Bref, ça marche a peu prêt correctement, me semble-t-il.



Pour FireFox, on dirait que c'est différent. J'écris ce qui suit au conditionnel, ceux qui savent pourront corriger.



1) personne n'est prévenu avant que la bug ne soit rendue publique par la fondation Mozilla



2) du coup les vendors sont à la traîne. J'ai l'impression qu'il n'y a aujourd'hui 9 juin pas de correctifs disponibles aux versions RHEL, Debian Sarge et Mandriva 2006 pour les 5 failles critiques corrigées le 1er juin dans Firefox 1.5.0.4



3) du coup, la fondation Mozilla laisse le descriptif des bugs "caché", le temps que les vendors se mettent à jour. D'un autre côté, les sources sont disponibles...



Bref, ça incite a utiliser le FF de la fondation et pas celui des distros. Ne serait-il pas préférable que timing et coordination soient meilleures ?



PS: oui, c'est un TROLL.
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