

Journal Petit problème de sécurité réseaux


Posté par Nicolas Boulay (site web personnel) le 04 avril 2003 à 11:21.

Étiquettes :
aucune









[image: ]



Si j'utilise SSL entre 2 machines qui ne se connaisse pas (https par exemple), si quelqu'un écoute l'échange entre les 2 machines, il ne  pourra pas extraire d'info, c'est le but du cryptage.





Le seul moyen que l'espion a est de se mettre au milieu de l'échange et faire une attaque man-in-the-middle. Il est actif.





Comment faire pour éviter cela ? On est obligé de passer par un tier pour obtenir un certificat ? Est-ce que ce certificat ne pourrait pas être modifié en cours de route ? La mise en place de certificat est quelques choses de très lourd, non ?
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