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Étiquettes :

	ssh

	root

	clé

	publique

	selinux














Voila, tout est à peu pret dans le titre, mais je vais detailler.


J'ai 2 serveurs en interne chez moi, je peux me connecter en ssh par mot de passe avec le compte root, le compte utilisateur_admin.


je peux utiliser une clef SSH avec le compte utilisateur_admin mais pas avec le compte root


pourtant cela me serait plus pratique car je veux pouvoir synchroniser des repertoires entre les serveurs avec rsync --delete -aP $SRC $DST et si possible en tant que root avec de conserver les droits, pouvoir lire des dossiers speciaux, ou les ecrire.


helas malgré tous mes essais, je n'y arrive pas. il continue de me demander le mot de passe.


je suis sur un linux CentOS 6.7, SElinux est desactivé, c'est la config ssh par defaut,

j'ai fais les ssh-keygen avec clef RSA, et les ssh-copy-id entre chaque serveur.


et meme en mettant la clef publique de mon utilisateur depuis mon portable, dans le /root/.ssh/authorized_keys  je n'arrives toujours à ma me connecter avec le clef.


Merci à vous pour l'aide possible.
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