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Ce matin, voici un drôle de spam (du moins je le filtre avec spam assassin), dont voici le contenu. Vous en pensez quoi ?





This is NOT SPAM and you had better STOP sending email and HARASSING the Service Providers and Web Hosting Companies and Email Providers of this sender and company or you will be sued for many dollars and this for ILLEGALLY HARASSING and FALSELY ACCUSING and LYING that you have been sent SPAM and email bombed and more.  You NEED to read ALL of the legal notice information below and this before jeopardizing you and or your company for HARASSING and FALSELY ACCUSING and COMMITTING DEFAMATION of Character and LIABLE and SLANDER and UNFAIR Business practices for you that are doing this that are complainers or flamers and trouble makers and competitors!   



Because of people like this the Internet Sites related to this Newsletter has been knocked down and this temporarily and will be up sometime later.   



This is a CAN SPAM Act of 2003 COMPLIANT Newsletter and can be sent to any email address that exist until these opt-out and this is TRUE and this is NOT SPAM!   



Ted R. Kurts who was the Founder and President and CEO of Quest Systems back in 1989 and then also started up Quest Windows has been SECRETLY now for over 7 years WORKING VERY HARD in Linux and RAMPING UP and getting over the LEARNING CURVES and is making many things happen in Linux with QuestSystemsLinux.   



This is the same Ted R. Kurts that was the very early entrant into the X Windowing System that some call X Windows or X and also Motif.   



Ted put this onto Sun Workstations and Sun Servers before there was an X or Motif on Sun and called this QuestMotif.   



Ted was the first to make the X Sever 10 times faster on Suns and also Shared Libraries for X Windows and Motif for any platform including the Sun.   



Ted has a LONG HISTORY in the Computer and Software Industry starting in the early days with building S-100 based computers and CP/M and then TurboDOS and then MS-DOS and Windows and MacOS and UNIX.   



Ted is now starting up Quest Systems again after closing this down for over 7 years to regroup and get out of the GUI ONLY market.   



Ted is getting ready to start a new Corporation that will for the RIGHT individuals have Stock and or Stock Options for them if producing and allowing Ted to TRY to sell a Software Product that these have developed if this SELLS SELLS SELLS.   



Ted is looking for Software Engineers to do Collaborative Software Development.   



Ted is also producing a version of Linux called QuestSystemsLinux that Ted has FOCUSED on less than 37 Critical Components including the Kernel and X Server and Apache Server and Email Server and DNS Server and more.  These have been POUNDED and have some Memory Leaks and More Critical Bugs found and fixed.  Now 1 GOOD Memory Leak FIX is DEFINITELY WORTH PAYING for!  Ted did many similar things to the X Server for QuestMotif that was a complete bundle of X Windows and Motif.   



Like before when Ted landed many contracts with Fortune 1000 Companies including to provide ALL of the X Windows and Motif on AT&T Computers and Workstations and Servers and Fortune 1000 Sales and the US Military Contracts it is that Ted and Quest Systems will again FOCUS on certain customers and accounts.   



Ted has MUCH EXPERIENCE in the Computer and Software and Internet Industry and is a SAGE.   



This is NOT SPAM and is CAN SPAM Act of 2003 COMPLIANT.   



To read more you need to take the time to read www.questsystemslinux.com.  This is now down because of complainers that are ACCUSING this of being SPAM with NOT and this is CAN SPAM Act of 2003 COMPLIANT!  Therefore we will communicate more via email and newsletters until back up again.   



We HOPE you enjoy this reading that also is HOT and some ANGRY and some UPSET for what certain Companies and Individuals and Organizations did to Ted and the old Quest Companies that also forced them to close that will NOT happen this time or again!  Ted is FIGHTING MAD and is here to well GET EVEN!  Ted also took time off to do some Sailing and is now a TOUGH SAILOR and some that get on Teds sailing boat this time will get rich in the process because WAR also brings SPOILS of WAR for them that WIN!  Ted PLANS on WINNING and has shown in the past that Ted could WIN against Sun Microsystems in the Windowing Systems and GUI WARS!    



Ted does PLAN on taking this Quest Systems Public.  This Ted projects will take about 7 years or less.   



  



== LEGAL INFORMATION AND LEGAL NOTICES AND LEGAL COMPLIANCE WITH THE UNITED STATES FEDERAL CAN-SPAM ACT OF 2003 BELOW ==  



Ted R. Kurts and Quest Systems do NOT SPAM and this is NOT SPAM because this complies with the CAN-SPAM Act of 2003.   



Ted R. Kurts and Quest Systems and any spreading this are comply with the United States CAN-SPAM Act of 2003 that allows for Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE if this complies with the CAN-SPAM Act of 2003 and if complying this is NOT SPAM.    



Ted R. Kurts was born in the United States of America and is a US Citizen and is PROTECTED under the laws of the United States of America and is PROTECTED by the United States of America.   



Ted R. Kurts for some of this that would be considered Religion is protected in the United States of America under Religious Freedom Laws.   



Ted R. Kurts and Quest Systems are protected in the United States of America under Freedom of Speech Laws.   



Ted R. Kurts and Quest Systems are protected in the United States of America under the US Constitution and has US Constitutional Rights.   



Ted R. Kurts and Quest Systems are protected in the United States of America by the Bill of Rights.   



Ted R. Kurts and Quest Systems is protected in the United States of America now under the CAN-SPAM Act of 2003 and if complying has a RIGHT to send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is NOT SPAM and complies with the CAN-SPAM Act of 2003.   



Ted R. Kurts and Quest Systems are PROTECTED by these and more and therefore nobody can use the content of any Internet Site or Email or Information that HE puts out onto the Internet to refuse service or cancel service or interrupt service or delay service if these are within the limits of US Federal Law and State Law where these resides with this content.   



Quest Systems does NEED to have the domains questsystemslinux.com ENORMOUSLY STABLE.  Quest Systems does NEED to have the Websites of www.questsystemslinux.com ENORMOUSLY STABLE.  Quest Systems does NEED to have ALL email addresses and accounts and the email in them ENORMOUSLY STABLE.  



Now it is that Quest Systems does NEED to COMMUNICATE with more people and certain people and certain groups and Quest Systems now does NEED to send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that per the Federal Law in the United States of America of CAN-SPAM Act of 2003 is completely LEGAL and is NOT SPAM.  It is that per this law it is that anybody that tries to identify somebody to be doing SPAM that are not and are complying with this law have liability and are outside of Federal Law.  In the Computer and Software and Internet Industry accusing and identifying and then blacklisting somebody to be committing SPAM is like accusing and convicting them of being a Child Molester!  This is an ENORMOUSLY SERIOUS accusation and if BLACKLISTING them this is also ENORMOUSLY SERIOUS.   Quest Systems does NEED to communicate with groups of people and therefore NEEDS to send out LEGAL Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE to over 1000 at at time.  If you study the CAN-SPAM Act of 2003 this is now COMPLETELY LEGAL if COMPLYING with the CAN-SPAM Act of 2003 and any that identify a person that is complying to be committing SPAM and then enforcing a zero tolerance policy or a low tolerance policy or interrupting their service or canceling their service are having to realize that now these have CRIMINAL and CIVIL liability.  Therefore any business Terms of Service or Policies or Management Decisions that you may have that are contradictory to the CAN-SPAM Act of 2003 are now COMPLETELY ILLEGAL and COMPLETELY UNENFORCEABLE and are NOT to be enforced!  If you do then your corporate veil can be pierced and the corporation cannot protect your founders and officers and top management and employees and this from Federal Authorities and State Authorities and also Civil Courts.  



When Quest Systems sends out Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is NOT SPAM and is COMPLIANT with the CAN-SPAM Act of 2003 it is that if any Domains and or Websites and or Email Addresses are interrupted or knocked down and or if getting blacklisted it will be that them at Quest Systems will be FURIOUS and on the WAR PATH and AFTER SOME HEADS and this will be THE 100% TRUTH!  



Therefore when Quest Systems sends out some Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE and you get SPAM complaints and SPAM complainers and SPAM reporters harassing you if you do not point them to the CAN-SPAM Act of 2003 and continue GOOD service for ALL of Teds Domains and Websites and Email Accounts that you were servicing and are servicing it will be that you will be the CRIMINALS and will be CIVILLY LIABLE and Quest Systems will pursue you sooner or later and Quest Systems will get you sooner or later and this with enormous vengeance and vigor and energy!  This is for the reporters and harassers and complainers also and for some more.  If also doing this you have committed DEFAMATION OF CHARACTER and LIABLE and SLANDER to the good reputation of Ted R. Kurts and Quest Systems.  



If you are a vendor supplying Quest Systems with service then Quest Systems does NEED a reply from your legal counsel or founder or founders or top management on what will be your STANCE when Quest Systems does send out many emails that are Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is COMPLIANT with the CAN-SPAM Act of 2003 and this United States of America Federal Law.  



You see if you accuse somebody of murder and then kill them with a gun and these were innocent you are held accountable for that and can be charged with murder.  If you accuse somebody of SPAM and then interrupt or cancel their service and or blacklist them and or damage their very good reputation if doing LEGAL Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE you are a CRIMINAL and also have CIVIL LIABILITY.  



Now after reading this I do NEED a reply on how any company that is providing service to Quest Systems will react if getting some to many complaints about Quest Systems doing SPAM because Quest Systems will be and is intending to be COMPLETELY COMPLIANT with the United States of America Federal CAN-SPAM Act of 2003.  If you or any of your employees over react then you are in TROUBLE and will be having CRIMINAL LIABILITY and will be having CIVIL LIABILITY.  



Some of them at Quest Systems have years of business EXPERIENCE and do UNDERSTAND that for any US Company that have Terms of Service that are against a US Federal Law or any US State Law are ILLEGAL and UNENFORCEABLE and any enforcing them are held accountable for their actions and are committing a CRIME and also have CIVIL liability for damages.  



Quest Systems has taken the time to write these legal notices and for any that provide service for Quest Systems it is that Quest Systems expects a reasonable response in a reasonable amount of time from them.  If you decide to overreact and interrupt or cancel the service of Quest Systems because you do not like Quest Systems stance or attitude you have to realize that this was because Quest Systems was pushing you hard to COMPLY with a United States of America Federal Law and for this you also will have CRIMINAL LIABILITY and CIVIL LIABILITY.  Quest Systems does EXPECT that GOOD service will continue and that any Domains and Websites and Email Accounts and any Email and More will be ENORMOUSLY PROTECTED.  



Some are Quest Systems have been around the block enough times to get the job done and Quest Systems is really motivated to get the job done.  Therefore if you mess with Quest Systems in the slightest you need to ask yourself how deep are the pockets of the company and founders and top management and management and employees if causing the interrupting of service or canceling of service of Quest Systems on a whim or because you did not like Quest Systems tone or the tone of this letter or the attitude of this or any threats from this or any implied threats or the stance of this or accusing Quest Systems of committing SPAM when COMPLYING with the United States Federal Law of CAN-SPAM Act of 2003 and only sending what is properly called Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE.  You see it is now that with email the Computer and Software and Internet Industry cannot do whatever these want to do anymore and their Terms of Service or Policies or Procedures or Management Decisions if against a US Federal Law can get them in ENORMOUS TROUBLE to say the least!  



Quest Systems is TRYING to keep this nice enough before anything happens and is telegraphing the punch before anything does happen.  Quest Systems cannot wait for the Computer and Software and Internet Industry to catch up to current  United States of America Federal Law concerning what is SPAM and what is NOT SPAM and what is ILLEGAL concerning email and what is LEGAL concerning email.  



Any that label legal email to be SPAM do NEED to now change posture and stance and legally get you and your company and your employees current with current US Federal Law concerning what is SPAM and what is NOT SPAM and UNDERSTANDING your LIABILITIES and EXPOSURE and that the company cannot protect individuals that VIOLATE US Federal Laws!  



Quest Systems is INSISTING that per the CAN-SPAM Act of 2003 that Quest Systems has to have and is legally allowed to have and it suppose to have at least 1 try and getting through to any email address out there that exists and any that are hindering Quest Systems from doing this from January 1 of 2004 when this Law went into effect are VIOLATING Federal Law now and are also VIOLATING OUR RIGHTS to COMMUNICATE at least 1 time with and to and getting into any and every email address that exists.  These that are blocking or filtering or blacklisting or hindering Quest Systems from getting to any and every email address that exist at least 1 time now have CRIMINAL and CIVIL LIABILITY.  This is a large part of the Computer and Software and Internet Industry.   



Now with the CAN-SPAM Act of 2003 that is United States Federal Law that supercedes now all US States Laws on SPAM it is that Quest Systems is insisting that it is a RIGHT of Quest Systems and any working for Quest Systems to send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email that is NOT SPAM and is within the limits of this US Federal Law and that Quest Systems should NOT have any ISP Service Interrupted or Cancelled or any Email Services Interrupted or Cancelled or any Web Hosting Services Interrupted or Cancelled or be blacklisted or be filtered out or be blocked if within the limits of CAN-SPAM and by doing this you are VIOLATING Quest Systems RIGHTS to send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE within the legal limits of the CAN-SPAM Act of 2003 and this Law that is a United States of America Federal Law and that supercedes now any State Laws against or on or related to SPAM.  Quest Systems is insisting that now zero tolerance policies or low tolerance policies against Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that are compliant with the CAN-SPAM Act of 2003 and are NOT SPAM are completely illegal.  If Quest Systems and send email these should now not have to be paranoid or worried or fear stricken that this will be labeled or identified to be SPAM and that many things could and will happen or that many things will be interrupted or cancelled or that there will be a domino effect to interrupt or cancel the MUCH NEEDED STABILITY of Web Sites and Email Addresses and ISP connections and more that is related.  



Quest Systems is insisting that there are civil and criminal liabilities for any that Interrupt or Cancel Service for Internet Service or that Interrupt or Cancel Service for Email or that Interrupt or Cancel Service of Web Hosting that Quest Systems is counting on to be ENORMOUSLY STABLE or that blacklist or that filter or that block out Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is and should NOT be considered SPAM if compliant with the CAN-SPAM Act of 2003.  The Founder of Quest Systems was born in the and is a resident of the United States of America and is a US Citizen and is PROTECTED under many laws and has many RIGHTS including now the RIGHT to send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is NOT SPAM and should NOT be identified to be SPAM if in compliance with the CAN-SPAM Act of 2003.   



Ted was in Unix and working on Unix Servers and Unix Workstations and on the Internet long before most PCs or Windows or Linux or FreeBSD or the Web or Web Pages or Web Sites existed and was NOT paranoid then about sending unsolicited email or making aliases and sending much unsolicited email and Ted is arguing if anybody publishes their email address on the Internet or post to a News Group or on an Internet Site or puts their Email Addresses into a Guest Book then Ted and them at Quest Systems can obtain that and send email to this occasionally that is actually going to be rare in comparison to most that do commercial email.  Quest Systems is providing actually ENORMOUSLY VALUABLE Products and Services and this for ALL on World Earth.   



Quest Systems is INSISTING that Internet Service Providers also understood to be ISPs and Email Service Providers and Web Hosting Providers and any in the Computer and Software and Internet Industry are not per the CAN-SPAM Act of 2003 suppose to Interrupt or Cancel or Reduce Service or Complain or Over React or Have a Problem With or black list or filter out email or block email from anybody that complies with the CAN-SPAM Act of 2003 in the slightest now and moving forward.  Therefore any Terms and Conditions of Service or Terms of Service that are not consistent or are against this are now OBSOLETE and are ILLEGAL and are actually not allowing a US Citizen that is complying with the CAN-SPAM Act of 2003 to send LEGAL email that these or some would consider or want to label SPAM.  These have civil and criminal liability now if doing things that do not comply with the continual uninterrupted providing of service for any that comply with the CAN-SPAM Act of 2003 and are identified to be sending Unsolicited Bulk Email or UBE or Unsolicited Commercial Email of UCE or that some call NO SPAM Email and that is NOT SPAM.  



Quest Systems is insisting that Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE is now regulated by the law of CAN-SPAM Act of 2003 in the United States of America and this is now a RIGHT and LEGAL and now CANNOT be identified to be SPAM because this is NOT SPAM and cannot be regulated anymore by any ISPs or Internet Service Providers or Email Providers or Web Hosting Services or anybody else or the Computer and Software and Internet Industry or technology or tools or software or technical solutions and industry solutions and methods.  Therefore after many years of PARANOIA and FEAR and RESTRAINT concerning sending out any unsolicited email to email addresses found and published out there on the Internet or too many emails it is that Quest Systems can now send out more emails and finally get some much needed communication done.  



Quest Systems is insisting that any that want to identify this to be SPAM and get on a bent towards Quest Systems for doing legal Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE are to understand that these have civil and also criminal liability for this.  Them that blacklist or block or filter out the mail of Quest Systems from their users are going against the CAN-SPAM Act of 2003 and have civil and criminal liability for this.  Per the CAN-SPAM Act of 2003 it is that Quest Systems has a RIGHT to send email and continue to send them email if there is an email address and this at any place or government or business or organization or church or religious organization or educational institution or at home or for personal use.  Therefore NOBODY has any legal right now to block or filter or blacklist out emails from Quest Systems of their IP Addresses or Computers.  



Quest Systems is also insisting that nobody now and into the future has the right to block port 25 that is an SMTP port or port 80 that is an HTTP port and that it is their RIGHT to have these ports unblocked and unfiltered and COMPLETELY OPEN that these can send email and run servers and this unrestricted by any ISP or Email Provider or Web Hosting Provider and send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE per the CAN-SPAM Act of 2003.   



If you are wanting the occasional email of Quest Systems and are using an email service then most of these do or still are filtering and blocking and blacklisting illegal SPAM and also legal Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE.  The blocking or filtering out or stopping now legal email from getting through is now ILLEGAL and is now a CRIMINAL ACTIVITY and therefore you many NOT be able to get email from Quest Systems.  Therefore Quest Systems recommends getting to and using email that does NOT blacklist or filter or block now legal Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE .   



If your email address changes and you still want the occasional notification or breakthroughs or information given then you need to send email with your new email address to opt-in@questsystemslinux.com .  It is worth your time and effort to notify and then get the occasional notifications.   



If you are in an abuse or anti-SPAM or blacklist or filtering or blocking or other department that intends on or does make it that future newsletters and email of Quest Systems cannot get through your domains and your mail servers then you are doing something that is ILLEGAL now and is CRIMINAL ACTIVITY and this has civil and criminal liability for you personally and for each and every person that does this.  Your corporation or corporate veil cannot protect you and Quest Systems can pierce the corporate veil and get through to you with the US Attorney and State Attorneys and District Attorneys and the FTC and depending on what you do also the FBI and more and also civilly and therefore DO NOT BLACKLIST Quest Systems and DO NOT BLOCK any future email of Quest Systems and DO NOT FILTER any future email of Quest Systems out and DO NOT do anything else that would or could prevent future emails of Quest Systems from reaching anybody and everybody at your domain or domains and email servers and company and employees and customers and more.  If you do this then YOU are the CRIMINAL and you also have civil liability now.  If you DO something that is a crime in a company it is that this company CANNOT protect you in the slightest and this is THE 100% TRUTH.  It is now that blacklisting and filtering and blocking and Blocking of Port 25 and Blocking SMTP connections and filtering out email and anything related that does not allow any person in the United States of America to send email to anybody and then have opt-out or opt-in and that COMPLY with the CAN-SPAM Act of 2003 are doing something that is ILLEGAL and you are a CRIMINAL for doing this and you have CRIMINAL LIABILITY and CIVIL LIABILITY and your company CANNOT protect you in the slightest.  If your company asked you to murder somebody would you do this?  Of course not for most.  Then do NOT do illegal and criminal things now that are out side of the law and outside of Federal Law now with the passing of the CAN-SPAM Act of 2003.  The corporate veil can be pierced and board members of the corporation and officers of the corporation and executives of the corporation and managers of the corporation and employees of the corporation that are involved in the slightest in the writing of or approval of or enforcement of Terms of Service or Policies or Procedures or Business Decisions or Business Practices or Zero Tolerance Policies that would or does interrupt or cancel or block or filter or blacklist or harass or defame the character of or slander Ted R. Kurts and or Quest Systems in the slightest from sending legal email now and into the future are COMMITTING A CRIME and have CIVIL LIABILITY also and can be pursued by the US Attorney and State Attorneys and District Attorneys and the FTC and also if doing certain things also the FBI and more.  If calling Ted R. Kurts and or Quest Systems a SPAMMER and then BLACKLISTING or BLOCKING or FILTERING or putting into list or putting into any Product or Service anything related to stopping the emails of Ted R. Kurts and or Quest Systems you are also committing DEFAMATION OF CHARACTER and LIBEL and SLANDER and damaging the good reputation of Ted R. Kurts and Quest Systems.   



Any that send any type of email or hostile email or report Ted R. Kurts and or Quest Systems to any that provide service for them with the intent to stop or cancel or interrupt this service or do damage to the good reputation of Ted R. Kurts and or Quest System with them or anybody including words on any Website or in any News Groups or anywhere are liable for this and have CRIMINAL and CIVIL liability and exposure and if doing this also expose their entire company or organization and ALL board members and ALL officers and ALL top management and ALL management and ALL employees.  The corporate veil can be pierced and this exposes the board members and officers and executives and managers and employees down to the lowest levels.   



If there is a valid email address out there then this is legal for Quest Systems to send email to this until this specific email address does opt-out from getting future newsletters from Quest Systems.  Therefore Quest Systems can and does intend to send to existent and many different email addresses to reach anybody and everybody that Quest Systems can and also to PUT THEM ON NOTICE that these had better NOT mess with Ted R. Kurts and or Quest Systems now or in the future in the slightest concerning this legal Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is actually NOT SPAM.      



It is that ALL Terms and Conditions of Service and Terms of Service and any Products and Services that are Anti-SPAM or SPAM HOSTILE or that filter or that block or that block certain ports and especially the SMTP Port of Port 25 and that block certain IP Addresses and that blacklist are COMPLETELY ILLEGAL if stopping or thwarting a person that is born in and lives in and is a Citizen of the United States of America from sending now Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE per the and complying with the CAN-SPAM Act of 2003.   



It is also that them in positions that are filtering and or blocking and or blacklisting and or reporting and or over reacting and or enforcing zero tolerance policies and or enforcing low tolerance policies and or enforcing the now many ILLEGAL Terms of Service that are now completely contradictory to Federal Law are actually going to have to PROVE that Ted R. Kurts and or Quest Systems is committing illegal SPAM if this is the accusation and the reason for their reaction and taking any action.  This will have to be PROVEN in court!  This will take a lot and for certain much more than most have that overreact to SPAM complaints currently!  Quest Systems is further arguing that if this is the situation that these are NOT Law Enforcement and have NO jurisdiction in this matter and these have to rely on Federal authorities for enforcement.  Therefore if taking any action against Quest Systems concerning SPAM it is that Quest Systems can sue them if not the PROPER Federal Authorities for FALSE Enforcement of a US Federal Law if in the United States of America and taking any action against Quest Systems in the slightest now and into the future until the laws change.   



You do NOT have in the United States of America a citizen taking any action against another citizen in the slightest if these suspect that citizen of committing most crimes and now this is the same how this is to be and has to be treated for any that legally send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is LEGAL and is NOT SPAM and also for any that send SPAM.  This is reported and then handled by the PROPER authorities.  If you do take action you should be able to PROVE ahead of time and then PROVE in court that Quest Systems was committing illegal SPAM.  For any that now try to enforce anything related to SPAM in the Computer and Software and Internet Industry these are taking ENORMOUS RISK and are EXPOSING themselves and their entire company and are IDIOTS and FOOLS!   



Therefore now that the CAN-SPAM Act of 2003 is now Federal Law it is that NO company or board member or officer or employee or customer of any company or citizen can take any action in the slightest against any that commit SPAM and definitely NOT against any that send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email of UCE because this can now only legally be enforced by the PROPER Federal Authorities with the PROPER JURISDICTION over this.  This is how this is suppose to work.   



If you opt-out and then later get a new or more or different email address then you are NOT opt-out anymore and you are opt-in for these new or different or any additional email addresses until you opt-out for these specifically and this is how that works legally and physically.   



For any that get hostile towards or flame or send any shape or form of a threat to Quest Systems it will be that these will be proactively reported to the FBI.   



If you are a corporation or company or partnership or soul proprietorship in the United States of America and mess with Quest Systems in the slightest or stop Quest Systems from sending future emails to ALL of your employees and ALL of your customers and ALL at your domains and ALL on your mail servers and ALL on your computers it is that Quest Systems can sue you minimum and also any that did not receive their emails and you need to ask yourself how deep are the pockets of the corporation and board members and top executives and executives and managers and employees or partnership or soul proprietorship and their managers and employees.  There could be and will be put a dollar value on each email blocked or filtered out or bounced like $7,000.00 each and then you sued for that amount minimum.   



For any that find out that their ISP also known to be Internet Service Provider or Email Service Provider or Web Hosting Company or Company or Organization or any other entity or person is blocking or filtering or stopping Quest Systems emails from getting through or has blacklisted Quest Systems in the slightest these can report this to criminal_civil_liability@questsystemslinux.com. 



For them that do NOT want to be included in any conspiracy or be a co-conspirator for any that are hindering the delivering of future email from Quest Systems it is that these can be a whistle blower and can send email to criminal_civil_liability@questsystemslinux.com with their name and the names of the people involved and a detailed description of the incident or what these did and then Quest Systems will get this to the proper authorities and government agencies and sometimes also attorneys.   



Quest Systems is insisting that any that want to or still do filter out bad or illegal SPAM can figure out what is good and legal and right email by looking at and scanning the Subject Line that is suppose to have in this ADV.  Therefore it has to be that the networks cannot control this or filter out anything with ADV in the subject line because this is legally suppose to get through.   



Some will argue that these can put locks on doors and locks and security and security guards into their company to prevent theft and therefore these can do similar things to prevent illegal SPAM.  Quest Systems is arguing that if you accuse and then hit and wrestle a person down on the streets and do a citizens arrest and false arrest them and these are innocent then you can be arrested for Felony Assault and also civilly sued for DAMAGES and also sued for False Arrest and defamation of character and libel and slander and more.   



Quest Systems is arguing further that if you hinder the delivery of US Mail and this also includes unrestricted junk mail and advertising that can be sent it is that this is a FELONY and a CRIME and there are stiff financial penalties and also there is CIVIL LIABILITY and is NOT something that you want to do in the slightest.  Therefore this is similar now to Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE that is allowed under the CAN-SPAM Act of 2003 and any that stop or hinder or thwart or delay or cancel service for or interrupt service for any that are trying to send Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE it is that these have CRIMINAL and CIVIL liability and should also have STIFF FINANCIAL PENALTIES that are enforced by law.  Therefore Quest Systems is arguing that any that Block Port 25 or any SMTP transfers from any of Quest Systems computers or block or filter out or interfere with or delay or blacklist or anything else to stop the delivery of HIS messages it is that these are STEALING Quest Systems messages and are committing a CRIME and have CRIMINAL LIABILITY and also CIVIL LIABILITY and also should have STIFF PENALTIES.  This should be very similar to how the US Mail is handled and the Computer and Software and Internet Industry and ISPs and Email Service Providers and Web Hosting Providers need to STOP messing with this and interfering and arrogantly saying or insisting that the Computer and Software and Internet Industry can regulate self and regulate their technology and regulate their users and customers and regulate this per their Terms of Service and or Company Policies and or Company Procedures and or Company Business Decisions.  Quest Systems is arguing further that ALL US Mail gets delivered and people can then choose to read this or not or quickly sort out the stuff these do not want to read and the advertisements and junk mail and throw that in the trash.  Therefore any that block or filter or blacklist or something else to prevent illegal SPAM are committing a crime because without a doubt these will also from time to time or more often prevent people from getting legal Unsolicited Bulk Email or UBE or Unsolicited Commercial Email or UCE or legal email and legal communications and legal information that if from Quest Systems these will NEED ENORMOUSLY.  It is that there NEEDS to be STIFF PENALTIES and CRIMINAL LIABILITY and CIVIL LIABILITY for each and every piece of email that is not delivered due to blocking and filtering and blacklisting and more that is related.  Therefore the US Mail Service does set legal precedence for email and Email Service in the United States of America and this is how Email should work and has to work and this is how Quest Systems will argue this in court in the future.  Therefore Quest Systems is further arguing that the US Postmaster should be involved also in the regulation of US Email now and into the future.   



For this email that Quest Systems sends Internationally it is that Quest Systems is ARGUING that if COMPLYING with the current CAN-SPAM Act of 2003 and sending from the United States of America it is that Quest Systems is ARGUING that Quest Systems is NOT committing SPAM and any in the United States of America that ATTEMPT to regulate or interrupt or cancel service for that have to realize that these have NO jurisdiction Internationally for what Quest Systems does Internationally.  Therefore if interrupting or canceling or blacklisting Quest Systems for sending email Internationally that COMPLIES with the CAN-SPAM Act of 2003 it is that you are outside of your jurisdiction and CANNOT regulate or interrupt or cancel service for that or DEFAME THE CHARACTER of or SLANDER and ACCUSE and then CONVICT of committing SPAM and this from the Computer and Software and Internet Industry with interrupting or canceling service or blacklisting or blocking or filtering out or something else that Interrupts Internet Service and or Internet Sites and or Email and future emails from getting through from any that provide service to Quest Systems related to the Internet or any Federal or State or Local Authorities in the United States of America if COMPLETELY COMPLYING with the CAN-SPAM Act of 2003.   



For the email accounts of Quest Systems it is that Quest Systems does WANT for ALL filters and blocking and X-Spam and Spam Protection to be TURNED OFF and TAKEN OUT and OFF COMPLETELY for Quest Systems and any emails to the questsystemslinux.com domain is to be unhindered and to get through and this each and every piece with NO EXCEPTIONS!  Quest Systems cannot guarantee that from where you are sending or for any place your email travels through that this will not be filtered or blocked or stopped or erased or tagged or something else that stops the much needed reliable delivery of email.   



If you get a newsletter from Quest Systems it will be that Quest Systems will TRY to send a newsletter occasionally and if you never get another news letter from Quest Systems and did not opt-out then it is that your ISP also understood to be Internet Service Provider or Email Service Provider or Web Hosting and Email Company or your Company or the Domains and Email Servers where you get email have BLOCKED or are FILTERING or BOUNCING Quest Systems from getting through or have BLACKLISTED Quest Systems.  If this happens you NEED to send an email to criminal_civil_liability@questsystemslinux.com and Quest Systems will handle the situation through the proper Federal Agencies and with the proper State Authorities and More.  When sending email it is that Quest Systems will NOT be able to reply or respond and therefore if you can please also include a different email address or email addresses that Quest Systems may be able to get through and also a good old and reliable and trusted US Mail physical mailing address this will help for you to get reliable communication from Quest Systems.   



Quest Systems is NOT sending out SPAM this is what you could call legal Unsolicited Bulk Email or UBE or can be also called Unsolicited Commercial Email or UCE and is NOT SPAM.  This is COMPLETELY LEGAL if complying with the CAN-SPAM Act of 2003 if living in the United States of America and sending from the United States of America.   



The Computer and Software and Internet Industry are NOT to regulate or stop or block or filter or blacklist out any email of Quest Systems and this is for the individual user of an email account or them with the COMPLETE LEGAL AUTHORITY over an email account to delete a message and not read this or opt-out.  Quest Systems is further arguing that individual SPAM Protection Software is ILLEGAL now and cannot block out or filter out or stop legal UBE or UCE.  Therefore Quest Systems has to get through and this unhindered or them that hinder HIM are actually committing a CRIME and have CRIMINAL LIABILITY and also CIVIL LIABILITY!   



For any that have any complaints about the legal UBE of UCE of Quest Systems and send email about this or post on news groups about this it is that Quest Systems also does want for this to be forwarded to complaints@questsystemslinux.com.   



The from is:  Quest Systems  



The valid and working and stable return email address is:  emailroom1@questsystemslinux.com, 



The subject line is:  Ted R. Kurts and Quest Systems are back with QuestSystemsLinux.  ADV  



The physical mailing address is:  Quest Systems, P.O. Box 1108, Phoenix AZ. 85001  



The PRIMARY Internet Site of Quest Systems currently is www.questsystemslinux.com.   



Quest Systems only ocasionally send email and to opt-out and have your email address removed from a list you need to and this from the email address you are wanting to opt-out send email to opt-out@questsystemslinux.com and in the Subject Line put only the word of opt-out and then in the text of the body you need to put your full name and state that for this email address that you have full legal authority to opt-out.  You need to realize that email is now ENORMOUSLY UNRELIABLE and therefore your opt-out request may NEVER be received because of blocking or filtering out or SPAM protection and blacklisting and this from your sending side and through any that your email travels through and then on the receiving side and much more and therefore if you get another email from Quest Systems after sending an opt-out request it will be because Quest Systems never received the opt-out request.  Therefore to be sure you will NEED to send your opt-out request in the reliable good old US Mail to the address listed above to be sure if you keep receiving emails from Quest Systems.  You see there are NOT the stiff penalties for blocking or filtering out or erasing or blacklisting that your email is not delivered like with the US Mail because them in the Computer and Software and Internet Industry seem to be and do take the law into their own hands too often and are NOT reliable delivery agents in the slightest for email.  It was and is TRUE that much bona-fide and legitimate and good email gets filtered out and blocked and stopped from blocking and blacklisting each and every day.  It is TRUE that email is ENORMOUSLY UNRELIABLE and therefore any communication to Quest Systems that you WANT to get through please send email and then a follow up in the good old and reliable and trusted US Mail to the address listed above!  It is THE 100% TRUTH that email now is COMPLETELY UNRELIABLE!  It is that opt-out request are handled automatically and individually and therefore you cannot send email instructing that ALL at your organization or company or domain or certain or many or ALL domains that you own or control are to be opt-out...it is that each opt-out request is going to have to be sent from the email address that is to be opt-out and that From email address for this to be processed and handled automatically and correctly and for the opt-out request to work.  
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