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bonjour à tous


étant donné un connexion bidirectionnelle chiffrée mode sécurisé s

entre un serveur et un client sur un même réseau


le client se connecte sur un serveur par son ip et son port sécurisé a l'écoute

le client récupère la clé assymétrique publique du serveur

le client génère une clé symétrique de session

le client chiffre cette clé symétrique avec la clé publique du serveur et l'envoie au serveur

le serveur récupère la clé symétrique chiffrée de son client

le serveur déchiffre celle ci avec sa propre clé privée assymétrique

puis le serveur et le client communique avec seulement la clé symétrique unique de session


il me semble que a un moment

le serveur possède les données chiffrées et le mot de passe pour les déchiffrer


pour communiquer des données confidentielles

il faut donc double-chiffrer vos données grâce aux clés publiques de chacun de vos correspondants


a suivre
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