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Bonjour,


J'ai le besoin de chiffrer un mot de passe avec une clef publique et de fournir la clef privé pour le déchiffrer. Mais il ne dois pas être possible de générer la clef publique depuis la clef privé (comme avec l'algorithme/cryptosystème RSA).


Je découvre sur Wikipédia l'algorithme/cryptosystème de Merkle-Hellman ( http://fr.wikipedia.org/wiki/Cryptosyst%C3%A8me_de_Merkle-Hellman ) celui-ci me convient par le passage : "Cependant, contrairement à RSA, il est à sens unique, c'est-à-dire que la clé publique est utilisé uniquement pour le chiffrement, et la clé privée uniquement pour le déchiffrement.".

Mais celui-ci semble être démontré comme vulnérable par (le célèbre) Adi Shamir.


Quel algorithme/cryptosystème me conseillez-vous ? la données n'étant pas "hyper" sensible, partir avec Merkle-Hellman est-il raisonnable ?


Merci beaucoup de vos réponses.
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