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Cher furom,



Un responsable d'une PME d'une vingtaine de personnes m'a parlé de son parc informatique. Il est du genre paranoïaque pour sa gestion car les données qu'il conserve sont évidemment compliquées à recréer...



... et que les incidents ont toujours lieu la veille d'une grosse échéance.



Son problème doit être sensiblement le même que toute entreprise :

1. D'un côté, il y a un serveur. Ce serveur n'est à ma connaissance qu'un bon gros serveur de fichiers type "samba", mais je suppose qu'il utilise un système alternatif (genre windows 200x server).



Ce serveur fait aujourd'hui l'objet de toute l'attention : il est répliqué 2 fois par jour : 

A. Une fois sur support externe type cartouche ou je ne sais quoi, qui est crachée vers 20h tous les soirs.

B. Une fois sur "internet".



Ce serveur me semble presque bien géré : il est peu probable que la cartouche de la veille, stockée hors des locaux par une des deux personnes en charge de cette mission ET l'hébergement en ligne ET le serveur aient une panne.



Toutefois, ce qui me gène est que la sauvegarde n'est pas incrémentale. Si un fichier est sauvagement corrompu (par un crash d'application, ou par une initiative volontaire) il sera gentiment intégré aux sauvegardes...



et donc si on ne s'en aperçoit pas immédiatement, on ne peut plus revenir en arrière !



Première question : existe-t-il un système de fichier / système de sauvegarde qui soit :

A. Utilisable sous windows. (parce que les progiciels de compta utilisés sont sur cet OS).

B. Incrémental, "type cvs" : on pourrait voir les modifications "étape par étape" (jour par jour) et on pourrait revenir à des versions...

C. Paramétrable : pour éviter de stocker 2 To de données inutiles, pouvoir purger des versions pour ne garder que le "annuel/trimestriel/mensuel/5*hebdo/7*quotidien" de chaque fichier. (par exemple...)



Ma solution, ne connaissant pas de solution triviale à ce problème, consiste à faire des sauvegardes quotidiennes et à avoir un script de nettoyage des sauvegardes à conserver/virer.

I.e : le 10 septembre, on efface la sauvegarde du 3. Hier on avait déjà viré celle du 2, mais on garde toujours celle du premier... Rien de bien méchant...





L'autre impératif est de pouvoir remonter le système informatique rapidement en cas de crash/incendie. Le serveur répond aujourd'hui à cet impératif : on rachète un nouveau serveur, on restaure la sauvegarde et "pif/paf/poof".



En revanche, les postes de chaque utilisateur (20 personnes) ne sont pas gérés de cette façon là. Il faudrait donc, en cas d'incendie dans le cabinet, installer les 20 postes, puis 20 fois MS Office, 20 fois BiduleCompta2010, etc.



On arrive donc à la seconde question :

Quelle méthodologie utiliser pour pouvoir gérer 20 "ghosts" sachant que je suppose, chaque poste a une licence spécifique pour ses logiciels... 



Comment ré-installer très rapidement 20 postes de configuration équivalente, aux licences près ? 



Rapidement = à peu près une journée, grand maximum.



J'ai pu utiliser (pas administrer) NAL (zenworks/Novell) dans une entreprise, ça me semblait être une bonne solution, mais est-ce vraiment pertinent pour 20 postes ? (prix/facilité de maintenance/...)



J'ai pensé aussi utiliser un système type virtualisation pour que chaque poste physique soit connecté à un poste virtuel plus facile à sauvegarder... mais j'ai peur que cela devienne trop parano : pour un problème qui arrive statistiquement une fois tous les 10 ans et fait perdre 2 jours maximum (réinstallation de 20 postes), il est absurde de faire "perdre 1 minute par jour" à 20 personnes, soit 60 jours par an...



Bref, quelles solutions utilisez-vous, chez vous ?

J'ai cherché un peu sur google, mais je ne tombe que sur des logiciels de suivi de parcs informatiques... pas d'installation de logiciels centralisée !



Par avance, merci.
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