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Bonjour.


Je suis en train de réfléchir à une solution de sauvegarde de mes données. J'aimerais mettre en place un système de sauvegarde local (sur NAS), que je voudrais répliquer vers un stockage externalisé.


Sans entrer dans les détails, j'envisage de mettre en place un NAS qui serait le prmier niveau de sauvegarde (je devrais plus le voir comme un élément qui centralise les données). L'ensemble de mes appareils (PC, smartphone, etc …) se synchronise sur le NAS, puis le NAS envoie les données vers un provider en ligne.


Je réfléchis à utiliser une solution de stockage objet. Cependant je ne tiens pas à stocker mes données en clair chez le provider. Je cheche donc un moyen de chiffrer les données avec les contraintes suivantes :



	je ne veux pas stocker des archives de type tar, cpio, etc …. Je souhaiterais que les fichiers soient accessible untairement.

	je ne souhaite pas que le nom des fichiers apparaissent en clair. En effet, les noms de fichier peuvent donner trop d'informations à mon goût. Je préfèrerais que ces informations ne soient pas visibles en clair.




De ce fait, je cherche une solution qui permettrait de chiffrer tant le contenu que le nom des fichiers, et qui s'interfacerait avec un stockage objet type S3.


Connaissez-vous ce genre d'outil ? Si l'outil pouvait permettre de splitter les données sauvegardées chiffrées et les metadonnées/clés permettant de déchiffrer chez deux providers différents ce serait un plus.


Merci d'avance pour votre retour.
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