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Bonsoir les moules, 


suite à une discussion un peu trop technique pour moi avec un collègue, on se posait une question toute bête, à savoir si il était possible pour un admin réseau de détecter du remote port forwarding sur son réseau, et donc de le bloquer. 


Je suppose qu'il doit être possible de bloquer les trames du protocole SSH (un outil comme wireshark les détecte comme telles il me semble), mais cette méthode ne ferait pas le distingo entre une session SSH normale et une session avec port forwarding (local ou remote) vu que c'est chiffré. 


Un admin réseau qui souhaite laisser passer le SSH vers l'extérieur est il donc condamné à autoriser également le port forwarding ? (local ou remote, mais le remote me parait plus violent en terme de bafouement des règles de la sécurité réseau de l'entreprise)


Merci pour ma culture :)
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