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Bonjour



Ce matin, je me suis fait rejeter du site web LDLC.rf : je suis banni du site.



Motif : mon adresse IP est un relai au réseau anonyme TOR.



En fait, le bannissement des relais TOR par LDLC se justifie par leur nécessité de se défendre de fraudeurs (aspirations automatisées, préchargement massif des pages, commandes frauduleuses, etc...), et ceci a déjà fait l'objet d'un post très intéressant sur LinuxFR : http://linuxfr.org/~Aefron/27366.html 



Actuellement, LDLC et d'autres tels que la SACEM, et des sociétés anti-piratage aux USA enregistrent notre adresse IP pour pouvoir se défendre en cas d'utilisation illicite d'internet...

http://blog.lefigaro.fr/hightech/2009/02/ladresse-ip-est-ell(...)

En cas de fraude, l'organisme peut alors contacter votre fournisseur d'accès pour lui transmettre une plainte, et ce dernier vous donne alors un "avertissement".



Le réseau anonyme TOR rend impossible la surveillance de l'adresse IP du fraudeur.



A mon avis, si la répression des fraudes sur internet devenait assez forte (loi HADOPI), il y aurait de fortes chances que le réseau TOR se développe chez les pirates afin de se défendre... 



TOR serait alors vu comme un réseau utilisé en majorité pour des activités illicites, et serait ainsi assimilé à un réseau de piratage. Si l'on extrapole, l'anonymat sur internet serait assimilé à du piratage.



Alors : quel sera le denouement du bras de fer internaute anonyme vs. industrie ?
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