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Salut



J'ai deux ordis en réseau :

ordi 1 : 192.168.0.1 serveur nfs pour ordi 2

ordi 2: 192.168.0.2

le partage de fichiers se passe nickel, mais je rencontre le pb suivant:



qd je fais de l'ordi 2:

# nmap 192.168.0.1 -g80 -P0



la réponse est:

(THE 1657 ports scanned but not shown below are in state: filtered)

PORT              STATE         SERVICE

111/tcp           open           rpcfind

901/tcp           open          controlit

2049/tcp         open          nfs

MAC ADRESS: ........



Comment se fait-il que le scan passe mon firewall ??



Voici le firewall de ordi 1:



#! /bin/sh

# parfeu pour 192.168.0.1



iptables -F

iptables -X

iptables -P INPUT DROP



iptables -A INPUT -i lo -j ACCEPT



iptables -A INPUT -m state --state ESTABLISHED,RELATED -j ACCEPT



# anti scan

iptables -A INPUT -i eth0 -p tcp --tcp-flags FIN,URG,PSH FIN,URG,PSH -j DROP

iptables -A INPUT -i eth0 -p tcp --tcp-flags ALL ALL -j DROP

iptables -A INPUT -i eth0 -p tcp --tcp-flags ALL NONE -j DROP

iptables -A INPUT -i eth0 -p tcp --tcp-flags SYN,RST SYN,RST -j DROP

iptables -A INPUT -i eth0 -p tcp --tcp-flags SYN,ACK,FIN,RST RST -j DROP



# filtrer nfs(en réglant les ports de mountd dans /etc/sysconfig/nfs, ligne MOUNTD_PORT=901)

iptables -A INPUT -i eth0 -s 192.168.0.2 -p tcp -m tcp --dport 111 -j ACCEPT

iptables -A INPUT -i eth0 -s 192.168.0.2 -p tcp -m tcp --dport 2049 -j ACCEPT

iptables -A INPUT -i eth0 -s 192.168.0.2 -p tcp -m tcp --dport 901 -j ACCEPT

iptables -A INPUT -i eth0 -s 192.168.0.2 -p udp -m udp --dport 111 -j ACCEPT

iptables -A INPUT -i eth0 -s 192.168.0.2 -p udp -m udp --dport 2049 -j ACCEPT

iptables -A INPUT -i eth0 -s 192.168.0.2 -p udp -m udp --dport 901 -j ACCEPT





Merci
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