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Bonjour,



Récemment, j'ai changé pas mal de pièces sur mon ordinateur et

j'ai également pris un disque SSD.

Pour info, il s'agit de celui-ci :

Disque SSD OCZ Agility 2 E series, 60 Go, MLC, SATA II





Je pense profiter de cet upgrade matériel pour installer ubuntu

10.10 en cryptant tout le système (sauf /boot) en utilisant LVM et cryptsetup.



Je pensais suivre un tutoriel comme celui fait par Korben

et m'appuyer aussi sur la page Ubuntu de CryptSetup.

http://www.korben.info/comment-chiffrer-une-partition-system(...)

http://doc.ubuntu-fr.org/cryptsetup



Par contre, j'ai lu ça et là que les disques SSD géraient de façon intelligente

les secteurs libres/pris et que remplir le disque avec des données aléatoires

risquerait de pourrir totalement les performances et de réduire la durée de vie du disque



Il y a aussi l'alignement des partitions qui compte beaucoup sur un SSD. donc est-ce que utiliser LVM est judicieux.



Voici mes interrogations :



_ Puis-je utiliser LVM CryptSetup sur mon SSD sans risque (même si cela implique quelques étapes supplémentaires, cela ne me fait pas peur) ?



_ Si utiliser LVM est un problème, est ce que je peux envisager de faire mes partitions à l'ancienne (en vérifier l'alignement) et

ensuite utiliser cryptSetup afin d'avoir : une partition physique = un volume logique crypté

D'ailleurs au démarrage, comment pourrais-je gérer cela (je pense que je vais également avoir le problème avec mon disque dur classique) ?

Il faut taper autant de mots de passe qu'il y a de partition à ouvrir avec cryptsetup ou il existe un mécanisme pour ne taper qu'un mot de passe et ouvrir tous les volumes ?





Merci d'avance pour vos réponses.
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