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Bonjour à tous!



J'aimerai avoir votre avis concernant la sécurité d'un serveur MySQL. 



Je m'explique : je suis en train de coder un logiciel (Qfacture [http://www.julienpecqueur.com/wordpress/projets/qfacture/]) pour faire de la facturation. Il stocke ses données dans une base MySQL (PgSQL à venir).



Actuellement, la base de donnée est stockée sur mon serveur @home et le port 3306 est ouvert uniquement pour une IP de mon réseau local (mon desktop) et j'autorise dans /etc/host.allow que l'IP de mon desktop.



Par contre j'aimerai avoir accès à mes données depuis mon netbook et surtout depuis l'extérieur (genre rédiger une facture chez le client depuis sa connexion wifi)...



Est-ce que le service MySQL est suffisamment sécurisé pour rendre accessible le port depuis l'extérieur (le root est accessible uniquement depuis localhost et le user de la db utilisée depuis partout)?



Y'a - t - il moyen de crypter les données (encapsulation ssh par exemple)? 



Sinon avez vous des suggestions?
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