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Bonjour,



j'ai installé un ordinateur portable avec une kubuntu 5.10!





imaginons que quelqu'un accède physiquement à la machine, peut-il changer le mot de passe root afin d'accéder à mon bureau KDE?  (je me connecte pas sous root ;-)



Si oui comment? et y'a t-il un moyen de l'en empêcher?



genre rendre le mot de passe root impossible à changer sachant que les comptes utilisateurs créés ne seront jamais changés! pas de suppression, pas d'autres créations de comptes unix.





Pour les données, y'a toujours possibilité de les crypter mais pour les applications (kmail...) elles sont vulnérables car s'il les lance, comme les mots de passe sont enregistrés, il accède aux mails directement!



quelle est la solution? crypter les exécutables?





Merci beaucoup!
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