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Sans rappeler le principe d'une attaque du type MITD et son application au protocole SSL, on peut lire partout que les certificats d'autorités reconnues sures permettent de détecter ce type de d'attaque.



Dans le cas d'une connexion HTTPS, si on contrôle un équipement réseau intermédiaire indispensable au client pour toute communication vers l'extérieur, que c'est bien sur sur cet équipement qu'est implémenté le MITD, il nous faudra générer un faux certificat qui ne pourra bien sur pas être vérifié. 



Pourquoi ne pas aussi se faire passer pour l'autorité de confiance et assurer que le certificat est valable ? Ou plutôt pourquoi ne peut-on pas (je suppose) le faire ?



Cordialement.
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