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Bonjour à tous,


J'essaie de me prémunir contre toute prise en main d'une de mes machines serveurs.


J'utilise déjà logwatch qui publie un compte rendu journalier de ce qui c'est passé le jour précédent.

Ca donne des infos sur ce qu'il a pu se passer les jours précédents.


Je ne consulte pas tous les jours les résultats de logwatch.


Maintenant, comment être alerté sur une prise en main non désiré le plus vite possible ?

Surtout, quel type de log est à analyser et quelles chaines de caractère ?


Mes machines sont faite pour de l'auto-hébergement, pas de grosse structure.


L'OS que j'utilise est debian.


Merci pour vos conseils.
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