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Source de l'article (workflow) : Conky - Display logs files


Après avoir parcourus les tréfonds du Regex, avoir emboîté les briques du puzzle ancestrale du grand dieu Sed; notre héro au grand Shell vient nous partager ses créations infernales de la semaine.

D'autres skins à venir, plus que probablement.

Bon amusement ! 😉

Les Conkys

Conky pour afficher les Logs d'Apache2
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Source Code : https://gitlab.com/voxdemonix/conky/tree/master/conky_logs_apache2

Ce conky affiche les 15 dernières lignes d'un fichier log  apache2 (par défaut /tmp/remote_logs/access.log) avec colorisation des différents éléments.

Il affiche un petit /!\ lorsqu'un code http d'erreur est repéré. Le conky est aussi capable de détecter certains bot voir d'en reconnaître (entre autre actuellement Google, Yahoo et Qwant *1)


*1 j'ai voulu ajouter le bot de linuxfr, mais j'attends que son user agent soit bien établi/pérenne.

Conky pour afficher les Logs de DNSChef


Source Code : https://gitlab.com/voxdemonix/conky/tree/master/conky_logs_dnschef

Ce conky affiche les 15 dernières lignes d'un fichier log de DNSChef (par défaut /tmp/remote_logs/dnschef.log) avec colorisation des différents éléments.

Ce conky est beaucoup plus simple que son frangin ci-haut, dnschef ne transmettant en effet pas énormément d'informations dans ses logs.

Petit rappel : par défaut dnschef ne log rien, il faut ajouter l'option à la commande de lancement pour qu'il log les infos. N'oubliez surtout pas de configurer logrotate car ses logs grossissent très très vite.
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Conky pour afficher les Logs de HaProxy


Source Code : https://gitlab.com/voxdemonix/conky/tree/master/conky_logs_haproxy
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Conky pour afficher les Logs de OpenVPN


Source Code : https://gitlab.com/voxdemonix/conky/tree/master/conky_logs_openvpn

Exporter vos derniers logs depuis votre serveur :


Sur votre serveur où sont situés vos logs, générez des clés SSH.


( ssh-keygen -t ed25519 -o -a 666 ; ssh-keygen -t rsa -b 4096 -o -a 666 )



Exportez votre clé publique depuis votre serveur où sont vos logs vers votre ordi perso.


ssh-copy-id -i ~/.ssh/id_ed25519.pub your_desktop_user@your_desktop_hostname_in_vpn



Téléchargez ce script, rangez le où vous souhaitez et accordez dessus la permission d’exécution.


cd /opt/scripts
wget https://gitlab.com/voxdemonix/divers-script/raw/master/exportLog_scp.bash
chmod +x ./exportLog_scp.bash



Éditez cron.


sudo crontab -e



Choisissez votre taux de rafraîchissement favoris.

Note : le script copie les données dans un fichier dans /tmp/ avant de l'envoyer au desktop. Je vous conseil de passer par un dossier en mémoire ram (par exemple).


        #  each minute
* * * * *       /opt/scripts/exportLog_scp.bash myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log

       # each 15s ( use only on ram storage )
* * * * *   /opt/scripts/exportLog_scp.bash myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log
* * * * *   ( sleep 15 ; /opt/scripts/exportLog_scp.bash    myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log )
* * * * *   ( sleep 30 ; /opt/scripts/exportLog_scp.bash    myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log )
* * * * *   ( sleep 45 ; /opt/scripts/exportLog_scp.bash    myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log )

        # each 30s ( use only on ram storage )
* * * * *       ( /opt/scripts/exportLog_scp.bash   myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log ; sleep 30 ; /opt/scripts/exportLog_scp.bash    myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log )

        # each hour
@hourly       ( /opt/scripts/exportLog_scp.bash myOwnDesktop.vpn    your_desktop_user   /var/log/dnschef/   dnschef.log )



Farm Link



	(quelques) regex pour conky




N'hésitez pas à apporter votre pierre à l'édifice voir aussi partager le rendu que ça donne sur vos propres bureaux. 🙂 Si vous souhaitez que le conky colore quelque chose en plus, c'est le bon moment pour demander :)
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