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Bonjour,


Je cherche à mettre en place une authentification  par certificat pour des sauvegarde avec rsync. Donc cela fonctionne très bien avec la commande ssh



ssh myuser@remote




J'ai utilisé le fichier ~/.ssh/config :



Host remote

Port 22

User myuser

IdentityFile /home/myuser/.ssh/id_rsa

Hostname remote.domain.fr




Mais si j'utilise avec rsync, j'ai une demande de mot de passe



/usr/bin/rsync -e 'ssh -i /home/myuser/.ssh/id_rsa' -azv /local/backup/ myuser@remote:/mnt/backup/
myuser@remote.domain.fr's password:




Sur le serveur distant j'ai cela dans /var/log/auth.log



Feb 11 15:55:42 remote sshd[12453]: Invalid user myuser from 1.2.3.4

Feb 11 15:55:42 remote sshd[12453]: Failed none for invalid user myuser from 1.2.3.4 port 36018 ssh2




Et lors de la connection avec la commande ssh :



Feb 11 16:00:45 remote sshd[12757]: Accepted publickey for myuser from 1.2.3.4 port 36084 ssh2

Feb 11 16:00:45 remote sshd[12757]: pam_unix(sshd:session): session opened for user myuser by (uid=0)




Je ne comprend pas, merci pour toute info.
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