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Bonjour,


Je souhaite "securiser" mes acces ssh a mes differentes machines virtuelles.

Pour cela, je passe de la securité "passwrd" aux clefs rsa.

Cela fonctionne sur la plupart des machines :

-generation de la clef sur le client

-copie via ssh-copy-id /id-rsa user@ip

-desactivation acces root et mot de passe

tout est ok


MAIS, et c'est la que je demande votre aide, je rencontre un soucis depuis 2 jours sur une debian qui fait tourner openmediavault

-acces par mot de passe ok, mais impossible d'acceder uniquement par la clef

Elle se trouve pourtant bien dans le /home/user/.ssh/authorized_keys mais j'ai le messeage d'erreur "Permission denied" public keys.


J'ai changé les droits en 700 sur le dossier .ssh, copier a la mano la clef,changer le chemin Authorized_keys dans le sshd_config du serveur et enfin changé le User dans le groupe SSH, rien n y fait….


Merci pour vos conseils et/ou solutions!
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