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J'essaye de configurer un accès SSH


Sur le serveur voici mon fichier /etc/ssh/sshd_config : 


AuthorizedKeysFile /home/jo/.ssh/authorized_keys2

AuthorizedKeysFile /root/.ssh/authorized_keys2

HostKey /root/.ssh/id_rsa

Port 22

ListenAddress 192.168.0.3

LogLevel DEBUG3

PasswordAuthentication yes 

PermitRootLogin yes

Protocol 2

PrintMotd yes

PubkeyAuthentication yes

PermitEmptyPasswords no

PidFile /var/run/sshd.pid


Quand je copie la clé en mode verbose depuis le client qui est sur la même distribution que moi (sur le client je n'ai pas touché aux fichiers de configuration) cela me dit que le mot de passe n'est pas bon pourtant je suis sur que j'ai tapé le bon voici ce que cela me donne :


[jo@localhost .ssh]$ scp -v id_rsa.pub jo@90.24.212.231:/home/jo/.ssh/

Executing: program /usr/bin/ssh host 90.24.212.231, user jo, command scp -v -t /home/jo/.ssh/

OpenSSH_6.1p1, OpenSSL 1.0.1c-fips 10 May 2012

debug1: Reading configuration data /etc/ssh/ssh_config

debug1: /etc/ssh/ssh_config line 50: Applying options forFeb 15 22:05:39 localhost sshd[1660]: Set /proc/self/oom_score_adj to 0

Feb 15 22:05:39 localhost sshd[1660]: Connection from 78.250.190.247 port 30018

Feb 15 22:05:42 localhost sshd[1660]: Failed publickey for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:46 localhost sshd[1660]: error: Could not get shadow information for jo

Feb 15 22:05:46 localhost sshd[1660]: Failed password for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:51 localhost sshd[1660]: Failed password for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:56 localhost sshd[1660]: Failed password for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:57 localhost sshd[1660]: Connection closed by 78.250.190.247 [preauth]

 *

debug1: Connecting to 90.24.212.231 [90.24.212.231] port 22.

debug1: Connection established.

debug1: identity file /home/jo/.ssh/id_rsa type 1

debug1: identity file /home/jo/.ssh/id_rsa-cert type -1

debug1: identity file /home/jo/.ssh/id_dsa type -1

debug1: identity file /home/jo/.ssh/id_dsa-cert type -1

debug1: Remote protocol version 2.0, remote software version OpenSSH_6.1

debug1: match: OpenSSH_6.1 pat OpenSSH*

debug1: Enabling compatibility mode for protocol 2.0

debug1: Local version string SSH-2.0-OpenSSH_6.1

debug1: SSH2_MSG_KEXINIT sent

debug1: SSH2_MSG_KEXINIT received

debug1: kex: server->client aes128-ctr hmac-md5 none

debug1: kex: client->server aes128-ctr hmac-md5 none

debug1: SSH2_MSG_KEX_DH_GEX_REQUEST(1024<1024<8192) sent

debug1: expecting SSH2_MSG_KEX_DH_GEX_GROUP

debug1: SSH2_MSG_KEX_DH_GEX_INIT sent

debug1: expecting SSH2_MSG_KEX_DH_GEX_REPLY

debug1: Server host key: RSA 87:38:3a:e6:a2:86:db:da:47:57:49:47:93:96:62:89

debug1: Host '90.24.212.231' is known and matches the RSA host key.

debug1: Found key in /home/jo/.ssh/known_hosts:1

debug1: ssh_rsa_verify: signature correct

debug1: SSH2_MSG_NEWKEYS sent

debug1: expecting SSH2_MSG_NEWKEYS

debug1: SSH2_MSG_NEWKEYS received

debug1: Roaming not allowed by server

debug1: SSH2_MSG_SERVICE_REQUEST sent

debug1: SSH2_MSG_SERVICE_ACCEPT received

debug1: Authentications that can continue: publickey,password,keyboard-interactive

debug1: Next authentication method: publickey

debug1: Offering RSA public key: /home/jo/.ssh/id_rsa

debug1: Authentications that can continue: publickey,password,keyboard-interactive

debug1: Trying private key: /home/jo/.ssh/id_dsa

debug1: Next authentication method: keyboard-interactive

debug1: Authentications that can continue: publickey,password,keyboard-interactive

debug1: Next authentication method: password
jo@90.24.212.231's password: 

debug1: Authentications that can continue: publickey,password,keyboard-interactive

Permission denied, please try again.
jo@90.24.212.231's password: 

debug1: Authentications that can continue: publickey,password,keyboard-interactive

Permission denied, please try again.
jo@90.24.212.231's password: 

debug1: Authentications that can continue: publickey,password,keyboard-interactive

debug1: No more authentication methods to try.

Permission denied (publickey,password,keyboard-interactive).

lost connection



Voici les logs du serveur :



Feb 15 22:05:39 localhost sshd[1660]: Set /proc/self/oom_score_adj to 0

Feb 15 22:05:39 localhost sshd[1660]: Connection from 78.250.190.247 port 30018

Feb 15 22:05:42 localhost sshd[1660]: Failed publickey for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:46 localhost sshd[1660]: error: Could not get shadow information for jo

Feb 15 22:05:46 localhost sshd[1660]: Failed password for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:51 localhost sshd[1660]: Failed password for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:56 localhost sshd[1660]: Failed password for jo from 78.250.190.247 port 30018 ssh2

Feb 15 22:05:57 localhost sshd[1660]: Connection closed by 78.250.190.247 [preauth]


J'ai redirigé le port 22 de mon routeur vers l'IP locale de mon serveur et j'ai désactiver le firewall coté client et coté serveur


Qui as une idée du problème ?
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