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Bonjour,

j'ai

 pu installé logwatch sur une machine perso qui est connecté souvent 

vers l'Internet.

Et je vois par l’intermédiaire de logwatch que :


login:
    Authentication Failures:
       unknown (): 98 Time(s)
    Invalid Users:
       Unknown Account: 99 Time(s)
       Bad User: +1: 3 Time(s)
       Bad User: +!": 1 Time(s)
       Bad User: +3%*(: 1 Time(s)
    Unknown Entries:
       1 more authentication failure; logname=LOGIN uid=0 euid=0 
tty=/dev/tty1 ruser= rhost= : 1 Time(s)


Qu'est ce que je dois comprendre exactement? Car pas de catégorie ssh.

Ce login représente le login local n'est ce pas? Alors pourquoi ces 

chiffres sont tant important? Et n'y a t-il moyen de savoir d'où cela 

vient (si c'est en local, quel logiciel).

Je trouve ça étrange, donc je ne sais plus trop quoi penser.
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