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Merci pour les deux réponses. J'ai bien mis l'option indiqué mais cela ne change rien.



Et il ne s'agit pas d'un login non existant, avec clef publique, ssh envoie bouler directement:



client:

gnumdk@flanders:~$ ssh p@puffy.homelinux.org

Permission denied (publickey).

gnumdk@flanders:~$



serveur:

Jan 17 16:20:18 puffy sshd[25674]: input_userauth_request: invalid user p

Jan 17 16:20:18 puffy sshd[25674]: Failed none for invalid user p from 195.221.59.41 port 40935 ssh2

Jan 17 16:20:19 puffy sshd[25674]: Failed publickey for invalid user p from 195.221.59.41 port 40935 ssh2

Jan 17 16:20:20 puffy sshd[25674]: Connection closed by 195.221.59.41





Et pourtant je continue à trouver ca dans mes logs:

Jan 17 13:26:12 puffy sshd[19055]: Received disconnect from 217.20.117.151: 11: Bye Bye

Jan 17 13:26:15 puffy sshd[12290]: Invalid user yorgo from 217.20.117.151

Jan 17 13:26:15 puffy sshd[11013]: input_userauth_request: invalid user yorgo

Jan 17 13:26:15 puffy sshd[11013]: Failed password for invalid user yorgo from 217.20.117.151 port 49821 ssh2

Jan 17 13:26:15 puffy sshd[11013]: Received disconnect from 217.20.117.151: 11: Bye Bye
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