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hello


je sais pas si c'estl e bon topic, mais je souhaitais savoir, pour les utilisateurs de gmail via thundie :

est ce que l'authentification Oauth2 permet de bypasser la restriction ultrachiante du filtrage IP de gmail?


je m'explique :

il y a quelques années sur gmail, utiliser des applis tierces (aka clients imap) était pas très apprécié mais toléré de gmail, d'une meme adresse ip. En gros, si changement d'ip (simple déplacement) et connexion via client mail, par ex celui par défaut d'ios, outlook ou thund, il se contentait d'envoyer un mail d'alerte.


puis, depuis quelques années, depuis 2017 je crois (ou avant), la simple alerte ne le contentant pas des utilisateurs "non gmailisés jusqu'à la moelle -sous entendre, appli officielle gmail ou webinterface-", il exigea pour chaque "connexion suspecte" (aka se dépacer à l'autre bout de la ville et utiliser un autre wifi, donc une autre ip), il bloquait systématiquement la connexion excepté évidemment le webmail.


il y a un an sur nextinpact une actu sur une évolution de gmail, il y avait un commentaire d'un utilisateur pro-gmail indiquant que la messagerie de google était faite pour etre en web, très efficace évoluée blah blah, qu'il ne quitterait jamais gmail et qu'il fallait pas utiliser les clients alternatifs pour consulter gmail.

Sur ce dernier point je le rejoins, google fait tout pour mettre des batons dans les roues aux utilisateurs imap, que je suis.


Or, depuis le premier semestre de cette année, google semble avoir obligé les utilisateurs d'applis tierces à passer par l'oauth2 pour se connecter.

ma question est simple : si je change d'ip tous les trois jours (via wifi, comme je le faisais ya quelques années, en me déplacant d'un endroit à un autre), est ce qu'avec cette solution d'auth différente -dite de confiance?- je vais pouvoir me connecter sans ce bouclier paranoïaque sous prétexte de "halte, piratage, interdit!" qui me cogne depuis 2017, ou est ce que c'est une authentification qui peu importe où dans le monde ferait preuve de flexibilité?


l'idée derrière étant de connecter mes 2/3 comptes gmails sur un thundie qui sert qu'à ca pour consulter ces boites secondaires tous les 2/3 mois sans pour autant les perdre, le délai d'inactivité étant fatal au bout de 24 mois sans co…


qu'en pensez vous?


merci! :)
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