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Étiquettes :
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Bonjour,


J'ai mis en place un serveur SFTP qui fonctionne très bien. J'ai créer 2 utilisateurs (user1 et user2) qui ont chacun un répertoire dans /home. Leur accès est limité à scp et sftp grâce à rssh.


Ce que je souhaite faire, c'est que user1 et user2 n'accède qu'à leur zone, en lecture/écriture et c'est tout. J'ai donc d'abord pensé à faire un chroot. N'ayant jamais fais ça, j'ai commencé à chercher des tutos et lire le man (brièvement je l'avoue). J'ai longtemps entendu parler de chroot, je pensais que c'était une chose assez simple mais en fait il faut copier initialement des fichiers (/bin /usr etc) dans la zone chrootée.


Je trouve ça assez barbare non ?

Quid des mises à jours (les binaires dans le jail ne seront jamais mis à jour par le système de paquets) ?

Bref, est-ce réellement nécessaire pour simplement faire du dépôt de données ?

Existe-t-il des méthodes "automatisée" pour le faire proprement (sur CentOS) ?

Il y a t-il plus simple pour faire ce que je veux ?


Merci de votre attention.
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