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Bonjour a tous,

Je cherche à creer un disque chiffrer qui soit montable sous linux et sous windows, a priori pas de souci, mais j'aimerai que le mot de passe soit chiffrer pas GnuPG et c'est la ou ça coince.



Pour créer mon lecteur j'utilise les commandes:



dd if=/dev/urandom of=/file bs=1M count=10

losetup -e aes256 -K maclé -G monHomedir /dev/loop0 /file

là il me demande le passe pour déchiffrer ma clé (créée au préalable avec GPG)

mkfs.vfat /dev/loop0                --> pour qu'il soit compatible avec Win

mount /dev/loop0 /mnt/dossier

pas de souci, je peux travailler avec.

umount -d /mnt/dossier

et voila..........



Je retourne sous windows je recupere file et la j'utilise Crosscrypt qui m'a deja monté d'autres fichiers chiffrés sous Linux sans trop de problèmes et qui intègre des options Gnupg...



voici mes commandes sous windows:



gm maclé c:\file k: /aes256



il me demande alors mon mot de passe pour dévérouiller ma clé, il monte le fichier en k: mais le lecteur reste inaccessible, il me dit qu'il n'est pas formaté.



Même problème lorsque le fichier est créé sous windows et que j'essaie de le monter sous Linux: le losetup fonctionne mais au mount il me dit :

mount: vous devez spécifier le type de système de fichiers

j'essaie un fsck.vfat /dev/loop0 et le résultat est:

dosfsck 2.8, 28 Feb 2001, FAT32, LFN

Currently, only 2 FATs are supported, not 229.



Pourtant lorsque je n'utilise pas GPG tout ce passe sans problème des 2 cotés....

quelqu'un a une idée??? Merci d'avance...
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