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Bonjour,



Je m'interesse de prés à ssh ces jours-ci et j'ai lu un tuto sur la redirection de ports ssh mais il y a une chose que je ne suis pas sur d'avoir saisi.



J'ai lu que pour rendre un poste accessible derrière un firewall ou routeur NAT on pouvait utiliser la redirection de port avec ssh -R sur le poste visé.



Une fois fait, est ce que la procédure est bien celle-ci ?



1 - le poste visé ouvre un tunnel ssh permanent avec le client potentiel.

2 - lorsque le client veut contacter le poste visé il établit un tunnel ssh dans le premier tunnel ssh en visant par exemple le port 2222 ?

3 - Le poste visé decrypte et renvoi le port 2222 en provenance du client vers son port 22 pour ouvrir le second tunnel ssh encapsulé dans le premier.



Ca me parait bizarre mais je ne vois pas autrement comment le client peut contacter le poste visé en passant le firewall/NAT sans toucher au firewall.



Ma question est : 



Est ce bien ainsi que ca se passe ou l'explication est elle autre ?



Merci d'avance pour m'aider à défaire mon noeud de cerveau,
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