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	Bon, tout à l'heure en voulant regarder de plus près l'effacement sécurisé, je me suis rendu compte que celui-ci n'était pas du tout efficace sur des systèmes de fichier journalisés (comme Reiserfs).

En parcourant la toile, j'ai d'ailleurs pu vérifier sous une partition reiserfs ceci :

On créé un fichier texte avec quelques mots. On l'efface de manière sécurisé à l'aide de shred par exemple :

shred -uv -n 3 fichiertexte

Ensuite, un simple :

strings /dev/lapartition | grep unmotclé

renvoie bien quelque chose immédiatement (la première occurrence de la sortie du grep)

Bon apparemment, ce comportement est normal, c'est le principe de la journalisation. 

Peut-on supprimer de manière ciblée les infos qu'on trouve avec ce grep ? Ou bien je pensais en reconstruisant l'arbre (option de reiserfsck) du système de fichier, faire disparaître ces infos... Bref, il y a moyen ou pas (sans formatage) ?



Comme solution,  j'utilise le chiffrement avec encfs. J'ai testé :  un fichier créé dans le coffre ouvert, puis refermé après, n'apparaît pas dans le grep ;)



EPUB/imageslogoslinuxfr2_mountain.png





EPUB/nav.xhtml

    
      Sommaire


      
        
          		Aller au contenu


        


      
    
  

