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Hello, 


Tout est dans le titre !


Exposer son serveur SSH via un service TOR se fait en deux coups de cuillère à pot, mais la question est : cela a-t-il vraiment un intérêt ? 

Dit différemment, si le serveur ssh est bindé sur le loopback, existerait-t-il une raison particulière qui pousserait sshd à révéler malgré tout une information capitale sur son emplacement ?


Car je trouve que sur le papier la solution est assez esthétique : un serveur SSH accessible de partout sans avoir à ouvrir un port sur mon firewall, caché quelque part dans le deepweb, où je peux me connecter de n'importe où sans que personne ne sache où il se trouve…et avec une authentification par clé pour verrouiller tout ça, juste au cas où…


Mais voilà, j'ai l'impression que c'est pas si courant comme approche ! Qu'en pensez-vous ?


Et en bonus cet article, je ne sais pas dire si la faille est toujours d'actualité : http://www.pcworld.com/article/2928752/tor-connections-to-hidden-services-could-be-easy-to-deanonymize.html


Merci pour vos avis :)
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