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Bonsoir,


Suite à mon incapacité à faire fonctionner squid, j'ai installé squid3 sur squeeze.


Ma freebox est en mode routeur avec l'IP 192.168.0.1

L'ordi (debian squeeze) connecté sur eth0 possède l'IP 192.168.0.10 (début de la plage DHCP).

Et le wlan0 est à l'adresse 192.168.0.11


J'ai fait en sorte (dans les préférences) que le serveur mandataire et firefox utilisent le proxy.

Je constate que le service est actif :

    # ps aux | grep [s]quid

    root      2704  0.0  0.0   9312  1604 ?        Ss   14:54   0:00 /usr/sbin/squid3 -YC -f /etc/squid3/squid.conf

    proxy     2708  0.0  0.4  37172 12724 ?        S    14:54   0:02 (squid) -YC -f /etc/squid3/squid.conf


En fait, je recherche 2 réponses...


	Vu que ma box est considérée comme un routeur, c'est son IP qui est prise en compte par squid ou bien celle de l'ordi ? Pensez-vous que je doive modifier quelque chose dans /etc/squid3/squid.conf ? 

	D'après ce que j'ai compris, il est possible que les requêtes relayées par un serveur proxy ne contiennent pas l'adresse du navigateur client, de manière à protéger l'anonymat de l'internaute sur le web. C'est ce que j'aimerais faire...


Donc (par rapport à mon fichier de configuration) je ne sais pas s'il est déjà paramétré pour satisfaire cette condition...


Voilà, je m'en remets à vos avis qui ne manqueraient pas de m'éclairer :)

Merci d'avances pour vos éventuelles réponses...


**/etc/squid3/squid.conf**
acl manager proto cache_object
acl localhost src 127.0.0.1/32 ::1
acl to_localhost dst 127.0.0.0/8 0.0.0.0/32 ::1
acl SSL_ports port 443
acl Safe_ports port 80          # http
acl Safe_ports port 21          # ftp
acl Safe_ports port 443         # https
acl Safe_ports port 70          # gopher
acl Safe_ports port 210         # wais
acl Safe_ports port 1025-65535  # unregistered ports
acl Safe_ports port 280         # http-mgmt
acl Safe_ports port 488         # gss-http
acl Safe_ports port 591         # filemaker
acl Safe_ports port 777         # multiling http
acl Safe_ports port 6891        # webcam amsn
acl CONNECT method CONNECT
http_access allow manager localhost
http_access deny manager
http_access deny !Safe_ports
http_access deny CONNECT !SSL_ports
http_access allow localhost
http_access deny all
http_port 3128
hierarchy_stoplist cgi-bin ?
coredump_dir /var/spool/squid3
refresh_pattern ^ftp:           1440    20%     10080
refresh_pattern ^gopher:        1440    0%      1440
refresh_pattern -i (/cgi-bin/|\?) 0     0%      0
refresh_pattern .               0       20%     4320
(END) 





EPUB/imageslogoslinuxfr2_mountain.png





EPUB/nav.xhtml

    
      Sommaire


      
        
          		Aller au contenu


        


      
    
  

