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Bonjours a tous,


Je suis actuellement entrain de configurer un serveur Samba avec identifiant LDAP sur Centos 5.9

La documentation pour installer le serveur LDAP+Samba sur la même machine a parfaitement fonctionner.


En revanche, pour le deuxième serveur disposant lui aussi d'un serveur Samba, je souhaiterais qu'il utilise l'authentification LDAP via le premier serveur.


j'ai donc la configuration suivante:


Serveur 1: LDAP + Samba, authentification en local via LDAP

Serveur 2 : Samba + authentification LDAP via le serveur 1


Malheureusement, je suis bloqué a cette étape:


Du serveur 2 (serveur2.com), la requête:


ldapsearch -x "cn=bpavie" -h serveur1.com -ZZZ



Retourne les bonnes informations.


En revanche, quand je démarre Samba sur le serveur2 :


service smb start



je peux voir dans les logs:

    tail -f /var/log/samba/log.smbd


ldap_connect_system: Failed to retrieve password from secrets.tdb
[2013/08/13 17:01:29, 1] lib/smbldap.c:another_ldap_try(1153)
Connection to LDAP server failed for the 15 try!



Avec le fichier smb.conf suivant:


testparm -s
Load smb config files from /etc/samba/smb.conf
Processing section "[share]"
Loaded services file OK.
Server role: ROLE_STANDALONE
[global]
    unix charset = ISO8859-1
    workgroup = STANI
    server string = Stani Files 2
    interfaces = lo, eth0, eth1
    bind interfaces only = Yes
    map to guest = Bad User
    passdb backend = ldapsam:ldap://serveur1.com/
    log file = /var/log/samba/log.%m
    max log size = 100
    name resolve order = host lmhosts wins bcast
    socket options = IPTOS_THROUGHPUT TCP_NODELAY SO_RCVBUF=65536 SO_SNDBUF=65536
    load printers = No
    printcap name = /etc/printcap
    os level = 30
    preferred master = Yes
    domain master = No
    ldap admin dn = cn=Manager,dc=serveur1,dc=com
    ldap group suffix = ou=Groups
    ldap idmap suffix = ou=People
    ldap machine suffix = ou=Computers
    ldap suffix = dc=serveur1,dc=com
    ldap ssl = start tls
    ldap user suffix = ou=People
    remote browse sync = MON IP SERVEUR 1
    create mask = 0600
    security mask = 0600
    directory mask = 0700
    directory security mask = 0700
    hosts allow = 129.112., 127., 192.168.0., 172., 169.254.231.
    hide unreadable = Yes

[share]
    comment = Guest share
    path = /home/share
    valid users = @users
    read only = No
    force create mode = 0660
    force directory mode = 0770
    inherit permissions = Yes



Et le fichier ldap.conf


vim /etc/openldap/ldap.conf

HOST    serveur1.com
BASE dc=serveur1,dc=com
TLS_CACERT  /etc/openldap/cacerts/ca.pem
TLS_REQCERT allow



Et le fichier /etc/openldap/cacerts/ca.pem existe bien et contient bien le certificat de serveur1…


Bref, si une bonne âme pouvez m’éclairer….
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