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J'aimerais n'autoriser l'utilisateur toto à se connecter sur mon serveur que depuis la machine client1d'adresse IP 1.2.3.4



Dans mon /etc/security/access.conf j'écris :

+:toto:1.2.3.4

-:toto:ALL



ça ne marche pas, l'accès est refusé depuis client1.

Par contre si je mets :

+:toto:client1

-:toto:ALL



Là ça fonctionne. Je précise que 1.2.3.4 est résolu en client1par le fichier /etc/hosts



Si je supprime la référence à client1 dans /etc/hosts, je peux ne laisser que l'adresse IP dans access.conf et ça fonctionne.

Mais dès que l'adresse peut être résolue en un nom (DNS ou fichier hosts donnent le même résultat), seul ce nom semble pris en compte par pam_access, à tel point que l'accès est autorisé si j'écris : 

-:toto:1.2.3.4

+:toto:client1

-:toto:ALL



alors que logiquement la première ligne devrait entraîner un refus.



Cela me chagrine, je souhaiterais n'avoir que des adresses IP dans access.conf sans pour autant me priver de la résolution de nom.



Une idée ?
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