

Forum Linux.général [ssh] authentification RSA/DSA avec plusieurs poste


Posté par David (site web personnel, Mastodon) le 15 octobre 2009 à 18:21.

Étiquettes :
aucune













	
Bonjour,



Sur une machine j'ai généré ma clé RSA avec passphrase et tout et tout, je la déploie sur mes différents serveurs, parfait!

Je me dit "ha je voulais bientôt refaire mon poste, et j'aimerai bien que ma clé me suive sur ma clé USB pour aller au boulot" Bon ok, je test, récupère id_rsa, la colle au boulot et là c'est le drame : 



debug1: ssh_rsa_verify: signature correct

debug1: SSH2_MSG_NEWKEYS sent

debug1: expecting SSH2_MSG_NEWKEYS

debug1: SSH2_MSG_NEWKEYS received

debug1: SSH2_MSG_SERVICE_REQUEST sent

debug1: SSH2_MSG_SERVICE_ACCEPT received

debug1: Authentications that can continue: publickey,password

debug1: Next authentication method: publickey

debug1: Offering public key: /home/david/.ssh/id_rsa

debug1: Server accepts key: pkalg ssh-rsa blen 277

Agent admitted failure to sign using the key.

debug1: Trying private key: /home/david/.ssh/identity

debug1: Trying private key: /home/david/.ssh/id_dsa

debug1: Next authentication method: password



Cela ne fonctionne pas... qu'est ce que j'ai loupé? une clé RSA a-t-elle un lien avec la machine?

Le DSA c'est mieux? dépend aussi de la machine?



A la fin de ma clé public (dans authorized_keys) il y a le nom de ma machine.. même en le retirant j'ai le même soucie!



Tous cela veux dire que quand je formaterai il faudra re-balancer ma clé public partout?



Merci d'avance,



David
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