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hello tous le monde et merci de m'aider



bon voilà je veux simplement établir une connection ssh sans mot de pass entre 2 ordi en local. Mais ça ne fonctionne pas il veut un mot de pass et c'est pas bon pour ce que je veux faire je veux pouvoir faire des script qui ce font tous seul.



quelques détails :



ssh -v  arno@192.168.0.2 



OpenSSH_3.9p1, OpenSSL 0.9.7d 17 Mar 2004

debug1: Reading configuration data /etc/ssh/ssh_config

debug1: Applying options for *

debug1: Connecting to 192.168.0.2 [192.168.0.2] port 22.

debug1: Connection established.

debug1: identity file /home/noob/.ssh/identity type -1

debug1: identity file /home/noob/.ssh/id_rsa type -1

debug1: identity file /home/noob/.ssh/id_dsa type -1

debug1: Remote protocol version 2.0, remote software version OpenSSH_4.3

debug1: match: OpenSSH_4.3 pat OpenSSH*

debug1: Enabling compatibility mode for protocol 2.0

debug1: Local version string SSH-2.0-OpenSSH_3.9p1

debug1: SSH2_MSG_KEXINIT sent

debug1: SSH2_MSG_KEXINIT received

debug1: kex: server->client aes128-cbc hmac-md5 none

debug1: kex: client->server aes128-cbc hmac-md5 none

debug1: SSH2_MSG_KEX_DH_GEX_REQUEST(1024<1024<8192) sent

debug1: expecting SSH2_MSG_KEX_DH_GEX_GROUP

debug1: SSH2_MSG_KEX_DH_GEX_INIT sent

debug1: expecting SSH2_MSG_KEX_DH_GEX_REPLY

Warning: Permanently added '192.168.0.2' (RSA) to the list of known hosts.

debug1: ssh_rsa_verify: signature correct

debug1: SSH2_MSG_NEWKEYS sent

debug1: expecting SSH2_MSG_NEWKEYS

debug1: SSH2_MSG_NEWKEYS received

debug1: SSH2_MSG_SERVICE_REQUEST sent

debug1: SSH2_MSG_SERVICE_ACCEPT received

debug1: Authentications that can continue: publickey,password,keyboard-interactive

debug1: Next authentication method: publickey

debug1: Trying private key: /home/noob/.ssh/identity

debug1: Trying private key: /home/noob/.ssh/id_rsa

debug1: Trying private key: /home/noob/.ssh/id_dsa

debug1: Next authentication method: keyboard-interactive

debug1: Authentications that can continue: publickey,password,keyboard-interactive

debug1: Next authentication method: password

arno@192.168.0.2's password: (si je le donne il se connecte pas de problème )



dans l'ordre ce que j'ai fait c'est :



éditer le fichier de configuration pour obtenir ça ( pariel sur les 2 ordi)



Protocol 2

Port 22

ListenAddress 192.168.0.3

ServerKeyBits 1024

IgnoreRhosts yes

PermitRootLogin no

PubkeyAuthentication yes

AuthorizedKeysFile .ssh/authorized_keys

PasswordAuthentication yes

compression yes

X11Forwarding yes

UsePrivilegeSeparation yes



puis j'ai lancer les commandes ( à partir du dossier .ssh



ssh-keygen -t dsa -b 1024 -f id_dsa

chmod 600 id_dsa id_dsa.pub



ensuite j'ai copié id_dsa.pub sur un clef usb puis je l'ai collé dans le repertoire .ssh sur l'autre ordi changer de nom en authorized_keys

et puis chmod 400 authorized_keys



voilà désolé pour la longueur mais il faut des détails sinon ...

merci
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