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bonjour.je suis entrain de realiser une authentification avec serveur radius

le point d'acces,le client et le serveur sont configuré

lorsque je me connecte, je recois ce qui suit et je ne comprend rien.

quelqu'un pourrait m'aider??

je ne m'en sors .cela fait 1 journée entiere que j'y suis.

c'est une authentification eap-tls

les certificacts coté client et serveur sont bien installé

merci beaucoup de votre aide

serveur : mandrake 10.1

client: windows xp

 

rad_recv: Access-Request packet from host 10.1.8.201:1174, id=99, length=146

        NAS-IP-Address = 10.1.8.201

        NAS-Port-Type = Wireless-802.11

        NAS-Port = 0

        Framed-MTU = 1400

        User-Name = "clientrad"

        Calling-Station-Id = "000e359e910e"

        Called-Station-Id = "000d54f7850e"

        NAS-Identifier = "3Com Access Point"

        State = 0x72bb42aa94f3e4af1458b79baae538d5

        EAP-Message = 0x020a00060d00

        Message-Authenticator = 0x9b9ea890683d1a8ddeb84516fc0da1bd

  Processing the authorize section of radiusd.conf

modcall: entering group authorize for request 10

Invalid operator for item Suffix: reverting to '=='

Invalid operator for item Suffix: reverting to '=='

Invalid operator for item Suffix: reverting to '=='

  modcall[authorize]: module "preprocess" returns ok for request 10

  modcall[authorize]: module "chap" returns noop for request 10

  rlm_eap: EAP packet type response id 10 length 6

  rlm_eap: No EAP Start, assuming it's an on-going EAP conversation

  modcall[authorize]: module "eap" returns updated for request 10

    rlm_realm: No '@' in User-Name = "clientrad", looking up realm NULL

    rlm_realm: No such realm "NULL"

  modcall[authorize]: module "suffix" returns noop for request 10

    users: Matched entry clientrad at line 80

  modcall[authorize]: module "files" returns ok for request 10

  modcall[authorize]: module "mschap" returns noop for request 10

modcall: group authorize returns updated for request 10

  rad_check_password:  Found Auth-Type EAP

auth: type "EAP"

  Processing the authenticate section of radiusd.conf

modcall: entering group authenticate for request 10

  rlm_eap: Request found, released from the list

  rlm_eap: EAP/tls

  rlm_eap: processing type tls

  rlm_eap_tls: Authenticate

  rlm_eap_tls: processing TLS

rlm_eap_tls: Received EAP-TLS ACK message

  rlm_eap_tls: ack alert

  eaptls_verify returned 4

  eaptls_process returned 4

 rlm_eap: Handler failed in EAP/tls

  rlm_eap: Failed in EAP select

  modcall[authenticate]: module "eap" returns invalid for request 10

modcall: group authenticate returns invalid for request 10

auth: Failed to validate the user.

Login incorrect: [clientrad/<no User-Password attribute>] (from client reseaulocal port 0 cli 000e359e910e)

Delaying request 10 for 1 seconds

Finished request 10

Going to the next request

--- Walking the entire request list ---

Waking up in 1 seconds...

--- Walking the entire request list ---

Waking up in 1 seconds...

--- Walking the entire request list ---

Sending Access-Reject of id 99 to 10.1.8.201:1174

        EAP-Message = 0x040a0004

        Message-Authenticator = 0x00000000000000000000000000000000

Waking up in 3 seconds...

--- Walking the entire request list ---

Cleaning up request 6 ID 95 with timestamp 4270f89e

Cleaning up request 7 ID 96 with timestamp 4270f89e

Cleaning up request 8 ID 97 with timestamp 4270f89e

Cleaning up request 9 ID 98 with timestamp 4270f89e

Waking up in 1 seconds...

--- Walking the entire request list ---

Cleaning up request 10 ID 99 with timestamp 4270f89f

Nothing to do.  Sleeping until we see a request.
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