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J'essaie de mettre en passe une authentification par clé entre un client avec mandrake en pas toute jeune et un sshd sur une RedHat + récente.



Client SSH sur la Mandrake :

SSH Version OpenSSH_2.2.0p1, protocol versions 1.5/2.0.

Compiled with SSL (0x0090581f).



SSHD sur la RedHat :

OpenSSH_3.5p1, SSH protocols 1.5/2.0, OpenSSL 0x0090701f



A priori les deux devraient pouvoir se comprendre (j'espère) étant donné qu'ils "parlent" les même protocoles.



Le problème étant que la clé (.ssh/identity) générée sur la Mandrake avec un ssh-keygen ne resemble pas du tout à la clé que je pourrais générée sur la RedHat (.ssh/id_rsa), le crytage n'a pas l'air d'être le même. Lorsque j'essaie de me connecter en ssh, après avoir mis le contenu de la clé de la Mandrake dans le .ssh/authorized_keys (qui est en "chmod 600") de la RedHat, j'ai reste avec un prompt de password et non pas de passphrase pour la clé privée comme ca devrait être le cas si tout était ok.



La solution parfait serait d'update le ssh client sur la Mandrake mais ce n'est pas possible.



Il y a t'il une solution dans la salle ?
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