

Forum Linux.mandriva Vhost sur port 443 & 80 sur un même serveur apache 2.0.


Posté par Willou (site web personnel) le 18 janvier 2005 à 18:22.

Étiquettes :

	firefox














Bonjour,



ayant configuré mon Apache avec des Vhost SSL & non-SSL



je n'arrive pas à accéder à mon vhost HTTPS (il n'y en a qu'un seul Vhost SSL car j'ai cru comprendre que le apache2-mod_ssl n'était pas fait pour : vérité, mensonge ? Je suis preneur si quelqu'un a l'info.).



Voici le log que j'obtient si je tente d'accéder au vhost https : 



# tail -f /var/log/httpd/access_log

82.126.66.133 - - [18/Jan/2005:17:47:35 +0100] "\x80g\x01\x03" 200 40 "-" "-"



Mon navigateur (Firefox) me répond ceci : 

«The connection to willou.net has terminated unexpectedly. Some data may have been transfered.»



Je lis dans google que cela viendrait d'un soucis au niveau du certificat ou de la clé SSL. J'en doute car lorsque que je commente toutes les déclarations de Vhost présents sur le port 80, le soucis ne se pose plus.



Voici de plus amples éléments :



# grep -v ^# /etc/httpd/conf/vhosts/Vhosts.conf |grep -v ^$

NameVirtualHost 82.xxx.xxx.xx

<VirtualHost 82.xxx.xxx.xx>

    ServerName          willou.net

    DocumentRoot        /www/willou.net

    ServerAdmin         xxx@xxx.net

    ErrorLog    /www/logs/willou.net-error_log

</VirtualHost>

<VirtualHost 82.xxx.xxx.xx>

    ServerName          salsa-nantes.com

    DocumentRoot        /www/salsa-nantes.com

    ServerAdmin         xxx@xxx.com

    ErrorLog    /www/logs/salsa-nantes.com-error_log

</VirtualHost>



# grep -v ^# /etc/httpd/conf.d/41_mod_ssl.default-vhost.conf |grep -v ^$

<IfDefine HAVE_SSL>

  <IfModule !mod_ssl.c>

    LoadModule ssl_module    extramodules/mod_ssl.so

  



<IfModule mod_ssl.c>

<VirtualHost _default_:443>

DocumentRoot "/var/www/html/admin"

ErrorLog logs/ssl_error_log

<IfModule mod_log_config.c>

TransferLog logs/ssl_access_log



SSLEngine on

SSLCipherSuite ALL:!ADH:!EXPORT56:RC4+RSA:+HIGH:+MEDIUM:+LOW:+SSLv2:+EXP

SSLCertificateFile /etc/ssl/apache2/server.crt

SSLCertificateKeyFile /etc/ssl/apache2/server.key

<Files ~ "\.(cgi|shtml|phtml|php?)$">

    SSLOptions +StdEnvVars



<Directory "/var/www/cgi-bin">

    SSLOptions +StdEnvVars



<IfModule mod_setenvif.c>

    SetEnvIf User-Agent ".*MSIE.*" nokeepalive ssl-unclean-shutdown \

    downgrade-1.0 force-response-1.0



<IfModule mod_log_config.c>

CustomLog logs/ssl_request_log \

          "%t %h %{SSL_PROTOCOL}x %{SSL_CIPHER}x \"%r\" %b"



<IfModule mod_rewrite.c>

    RewriteEngine On

    RewriteOptions inherit



</VirtualHost>





Ces deux fichiers sont inclus dans la configuration de mon apache, voici les version en présences : 

# rpm -qa |grep apache

apache2-2.0.50-7.2.101mdk

apache2-mod_ssl-2.0.50-4.1.101mdk

[...]





N.B : aucune erreur dans les logs au lancement sur les certificats ou les clés SSL utilisées.



Je suis donc en quête d'une piste pour régler mon soucis.



Cordialement,

  David «Willou»
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