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Salut.


Je voudrais faire un système de session sécurisé pour utiliser en http serveur<->clients.


Donc côté serveur, par défaut chaque visiteur n'ayant pas de cookie dans le http reçu est vu comme visiteur.


S'il veut s'identifier et qu'il fait une bonne combinaison user-password correspondant:

1- je crée un nombre unique et j'envoie au client par http la création d'une cookie ayant comme valeur le nombre unique

2- je crée dans le serveur une session_id chiffré en regroupant:

- le nombre unique (qui est crée pour le cookie)

- ip client

- port client


Quand quelqu'un visite:

S'il m'envoi une cookie, je vérifie le numéro cookie + son ip + son port et je fais un check de session si ça existe et correspond.

Si oui, c'est bien notre utilisateur authentifié.

Si ça correspond pas, c'est que soit la session est expiré soit c'est du vole de cookie l'ip et le port client ne correspond pas.


En gros j'ai penser à quelque chose comme ça.

Est-ce fiable ? y a t il d'autre chose à vérifié comme le navigateur ? le système ? je sais pas comment vérifie les applications connu.
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