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En début de mois, en lisant la dépêche "La Commission Européenne déclare la guerre au spam", j'ai vu une référence, une seule, au procédé SPF (Sender Permitted From, renommé Sender Policy Framework) qui mérite à mon avis qu'on s'y intéresse plus, et vite !





Ce procédé qui consiste simplement à déclarer dans votre zone DNS (exemple linuxfr.org) quelles machines sont susceptibles d'envoyer un mail en votre nom (From: untel@linuxfr.org) permettrait de combler la lacune de SMTP qui permet à tout spammeur de se faire passer pour qui que ce soit (vous, moi ou votre voisin).
SPF me semble le moyen le plus prometteur de lutter contre le spam car :


- il est simple, ce qui le distingue des solutions de Microsoft et Yahoo


- il est compatible avec le DNS existant (ça marche déja à titre de test "in vivo")


- il se marie très bien avec une solution de type Bayesien (il peut influer sur le calcul de la "spamicité")


- il n'est pas la panacée mais compliquerait sérieusement la tâche aux spammeurs en les poussant vers des "domaines poubelles"





Son promoteur parie sur une adoption volontaire et progressive, de la part des ISPs qui ne veulent plus qu'on spamme "en leur nom"... il est d'ailleurs intéressant de noter que des acteurs aussi divers que AOL, Mail.com, le GNU.org ou le W3C ont déja adopté ce procédé, ainsi que des milliers d'autres.
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