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Le club StarinuX, dans le cadre de ses ateliers-formations mensuels, organise l'atelier :


Aircrack-ng WiFi sécurité WIFU

(la technique de l'art martial Kung-Fu pour le WiFi)


Quand : samedi 13 avril 2013 de 9h à 19h

Lieu : Salle AGECA 177 rue de Charonne 75011 Paris (métro Alexandre Dumas)

Orateur : Masoud ZEYADA, fin spécialiste du sujet et membre du Hacker "tmp/lab" à 94 Vitry.

Programme :

Apprenez à découvrir les clés WEP, WPA, WPS afin de comprendre, déjouer les techniques WIFU (WIFU = La technique du Kung-Fu pour le Wifi) des hackers-crackers et protéger votre réseau Wifi.


Public : tous les utilisateurs d'un niveau correct en informatique et motivés par les réseaux et leur sécurité.

(les particuliers et professionnels sont les bienvenus)


Moyens : venir avec un ordinateur portable, de préférence sous Linux Debian ou Ubuntu, équipé d'une carte ou clé Wifi compatible "aircrack-NG" (entre 7 et 30 EUR), liste indiquée sur le site.


Inscription : il est demandé de devenir membre de Starinux et de verser un soutien annuel de 15 € (ou 7,5 € pour les personnes en recherche d'emploi) permettant d'assister à plus de 8 ateliers. Dépêchez vous de vous inscrire car les places sont limitées. Cet atelier, à la fois théorique, pratique et concret, aura du succès, le sujet étant à la mode !


Toutes infos : starinux CHEZ starinux POINT org

Aller plus loin


	
Inscriptions
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