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ClamAV est une solution anti-virus libre conçue principalement pour analyser les courriers électroniques sur les serveurs de messagerie ou les passerelles d'un réseau. C'est aujourd'hui ce qui pose problème à une société californienne, Barracuda Networks, qui utilise ClamAV dans ses produits. En effet cette société s'est vu assigner en justice par Trend Micro au prétexte que Barracuda Networks (et plus spécifiquement ClamAV) violerait un de leurs brevets. Le brevet en question, n°5623600, déposé le 26 septembre 1995 se résume ainsi :


A system for detecting and eliminating viruses on a computer network includes a File Transfer Protocol (FTP) proxy server, for controlling the transfer of files and a Simple Mail Transfer Protocol (SMTP) proxy server for controlling the transfer of mail messages through the system.
Que l'on peut traduire par:


Un système pour détecter et éliminer les virus d'un réseau informatique contenant un serveur FTP pour le contrôle des transferts de fichiers et un serveur SMTP pour le contrôle des transferts de courriers électroniques à travers le système.
Barracuda Networks refuse de plier face aux pressions de Trend Micro qui les somme d'abandonner ClamAV ou de payer des royalties sur leur brevet. L'entreprise lance donc un appel à la communauté du logiciel libre afin de trouver des mises en œuvre de la technique décrite dans le brevet antérieures à la date de dépôt de celui-ci, ce qui le rendrait invalide.
Barracuda Networks recherche donc tout ce qu'il est possible de trouver (logiciels, code, publications ou autres) sur ces techniques de détection et d'élimination des virus d'avant septembre 1995. Ils ont déjà quelques exemples comme l'indique la page concernant cette affaire sur leur site. Donc si vous avez connaissance de solutions anti virales sur serveurs de messagerie ou passerelles, manifestez-vous ! Notez aussi que toutes les plaintes ne requièrent pas une détection effective des virus à la passerelle, ainsi des informations concernant le détection de virus sur un serveur de fichier peuvent être intéressantes comme par exemple :


	La détection de virus sur un serveur FTP ;



	L'utilisation d'un serveur FTP ;



	La détection de virus sur un serveur SMTP ;



	L'utilisation d'un serveur SMTP ;



	Déterminer si des données sont d'un type susceptible de contenir des virus ou seulement déterminer si des données contiennent un virus ;



	L'analyse par signatures ;



	Le typage de fichiers par comparaison des extensions ;



	Déterminer si des courriers électroniques avec plusieurs pièces jointes contiennent des virus en stockant chaque pièce jointe dans un fichier temporaire séparé, et en analysant chaque fichier ;



	L'analyse de courriers électroniques ;



	L'analyse de courriers électroniques avec pièces jointes seulement ;



	Effectuer une action prédéfinie si un virus est détecté, comme par exemple, le transfert des données inchangées, le non transfert des données, le stockage avec un nouveau nom de fichier et l'alerte du destinataire concernant le nouveau fichier, le transfert des données modifiées ou autre.

Plus particulièrement ils recherchent une copie d'un logiciel appelé MIMESweeper 1.0 édité par un société appelée Clearswift, Authentium ou Integralis ainsi que le logiciel LANDesk Virus Protect développé par Intel.





Pour plus d'informations, vous pouvez vous diriger vers les très bons articles de Groklaw, LinuxWorld et Ars Technica. Merci à Magic Banana des forums.gentoo.org pour son fil sur cette affaire dont je me suis inspiré (avec son accord).
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