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DynFi™ Firewall est un pare-feu unique qui permet aux entreprises et institutions de protéger efficacement leurs réseaux tout en offrant une visibilité complète sur son code source. 


DynFi Firewall dispose d’une interface intégralement traduite en français et dans onze autres langues.

C'est un fork du projet OPNsense, dont l'intégralité des mécanismes de compilation a été modernisé et migré sous FreeBSD 13 et poudriere. 


Origine du projet


DynFi Firewall est un fork de OPNsense, qui a revisité tous les mécanismes de compilation grâce à l'utilisation de poudriere et d'une base FreeBSD 13. 

L’accès au code source du pare-feu nous distingue de la plupart de nos concurrents, c’est un point essentiel qui permet de garantir l’absence de portes dérobées ou de logiciel malveillant sur nos pare-feu. Cette stratégie de transparence favorise l’adoption généralisée du pare-feu par les utilisateurs qui peuvent le télécharger et l’installer gratuitement.

Dans la ligné de nos prédécesseurs, nous avons publié notre code source sous licence BSD deux clauses. 

Un mécanisme de compilation original et moderne


Pour les experts, nous proposons aussi un article qui détaille comment compiler le code source du pare-feu afin d'obtenir votre propre image d'installation de DynFi Firewall. 

« Nous sommes très fiers de la mise au point de ce nouveau pare-feu qui offre une alternative aux firewalls Open Source Américain leader pfSense®, il permettra aux entreprises de protéger efficacement leurs réseaux tout en réalisant un grand pas vers la souveraineté numérique française et européenne. Trois années de travail avec une équipe de quatre ingénieurs ont été nécessaires pour parvenir à ce résultat ! » , @gregober, le boss de DynFi.

Des fonctionnalités au rendez-vous


Issu de la lignée des firewalls dérivés de FreeBSD tels que pfSense®, OPNsense®, mais aussi Stormshield®, DynFi Firewall peut être installé sur n’importe quelle appliance i386 ou amd64.

Une documentation originale en français


Pendant le premier confinement, les équipes de DynFi ont travaillé à la publication de la première documentation en français sur les pare-feu Open Source. C'est un travail de traduction et de compilation important qui n'est pas complet et pour lequel la communauté Open Source est la bienvenue pour apporter son support!
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Disponible gratuitement, DynFi Firewall se télécharge à partir d’une image disque (retour série ou VGA) et s’installe sur la plupart des appliances du marché ou de façon virtualisée. Il est compatible avec le gestionnaire centralisé DynFi Manager qui simplifie la vie des administrateurs en permettant une gestion en nombre des pare-feux.

De nombreuses fonctionnalités


DynFi Firewall propose de très nombreuses fonctionnalités de filtrage réseau :



	Firewall à gestion d’état

	Détection et Prévention des intrusions 

	VPN: IPSec / Open VPN

	Proxy

	Reverse Proxy 

	Multi-WAN

	Déploiement en cluster 

	Anti-virus

	Traffic shaper

	Support d’IPv6

	Intégration à DynFi Manager



Un catalogue d'appliances


Pour financer le projet, la société DynFi propose un catalogue d'appliances avec DynFi Firewall pré-installé. cela répond aux besoins des PME, ETI ou des Grands Groupes et permet d’accélérer le déploiement de politique de cybersécurité unifiée dans l’entreprise.

DynFi® Firewall a été développé par la société DynFi depuis trois ans avec le soutien de la BPI, de RECIA (Région Centre Interactive) et de Systematic Paris Région.
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Aller plus loin


	
Téléchargement de DynFi Firewall
(563 clics)


	
Pare-feux Dynfi Firewall
(338 clics)


	
Code source de DynFi Firewall
(106 clics)


	
Informations sur DynFi Firewall
(209 clics)


	
Gestionnaire centralisé DynFi Manager
(163 clics)
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