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Les versions de wu-ftpd fournis avec Debian 2.1 (slink), potato et

woody sont vulnérables à une "remote root attack".

La configuration de base sur debian empeche la vulnerabilité d'etre

exploitable lors des connexions anonymes.

Il est fortement recommandé de procéder aux mise à jour de vos paquets.

Un ptit coup d'apt-get à faire d'urgence!


Rq: le problème n'est pas spécifique à debian.


NdM. : cette dépêche a été initialement publiée le 23/06/2000 à 13h27, perdue lors d'une migration du site, retrouvée et remise en ligne le 1er mai 2012 (les éventuels commentaires initiaux ont été perdus).
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