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 Olivier HOUTE nous informe  :


Faille dans sendmail (exploitable en local). 


Une nouvelle faille de sécurité vient d'être trouvée


dans Sendmail (y compris le 8.12.9). Le site Sendmail n'est pas encore à jour, mais le patch est déjà disponible.





Samuel DUBUS nous apprend l'existence d'... 


Une vulnérabilité dans la nouvelle version de OpenSSH !





Alors que la nouvelle version de OpenSSH vient à peine de sortir il y a deux jours, une vulnérabilité permettrant un déni de service sur le démon OpenSSH vient d'etre découverte. Cette vulnérabilité est exploitable sur toutes les versions d'OpenSSH jusqu'à la version 3.7. Une nouvelle version est déjà disponible sur le site de OpenSSH : la 3.7.1.





Alors, pour ceux qui ne sont pas à jour ... direction le site de téléchargement d'OpenSSH.
Patch Sendmail : 





RCS file: /cvs/src/gnu/usr.sbin/sendmail/sendmail/parseaddr.c,v


retrieving revision 1.16


diff -u -r1.16 parseaddr.c


--- parseaddr.c 29 Mar 2003 19:44:01 -0000      1.16


+++ parseaddr.c 16 Sep 2003 17:37:26 -0000


@@ -700,7 +700,11 @@


                                                addr[MAXNAME] = '\0';


        returnnull:


                                        if (delimptr != NULL)


+                                       {


+                                               if (p > addr)


+                                                       p--;


                                                *delimptr = p;


+                                       }


                                        CurEnv->e_to = saveto;


                                        return NULL;


                                }
Aller plus loin


	
Site Sendmail
(12 clics)


	
Référence FullDisclosure
(7 clics)


	
Site officiel de OpenSSH
(8 clics)


	
Dépêche précédente sur la sortie de OpenSSH 3.7
(6 clics)


	
L'alerte sur le site du CERT Coordination Center
(11 clics)
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