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VIA vient d'annoncer un nouveau processeur VIA C3 basé sur une nouvelle architecture appelée 'Nehemiah'.


(...)


Autre nouveauté, le Nehemiah intègre une technologie appelée PadLock Data Encryption Engine. Cette technologie, qui fera plaisir aux défenseurs de sécurité et de copyright, permet en fait de générer des clefs complètement aléatoires à partir du bruit électrique de la puce.





Note du modérateur : les fonctions de sécurité dans les processeurs sont à la mode cette année (cf TCPA)
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