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Alors il parait (source Micro$oft) que le menu "Fichier/Importer

exporter" dans IE5 permettrait à l'opérateur d'un site web d'exécuter

n'importe quel code sur votre ordinateur.

Pour se protéger, Microsoft conseille aux utilisateurs de désactiver

l'"Active Scripting" dans IE5.

Félicitons Microsoft de mettre au point des "technologies

révolutionnaires", qui bouffent la RAM et l'espace disque, et qu'il nous

disent de ne surtout pas utiliser !


NdM. : cette dépêche a été initialement publiée le 15/09/1999 à 16h55, perdue lors d'une migration du site, retrouvée et remise en ligne le 1er mai 2012 (les éventuels commentaires initiaux ont été perdus).
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