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Une analyse assez intéressante des conséquences de la relaxe en appel de Kitetoa.





On y apprend notamment (l'auteur ayant mené une contre-enquête) que l'intrusion n'a "pas été rendus possibles par l'utilisation des fonctionnalités habituelles d'un navigateur, mais par l'utilisation d'un outil spécifique et non documenté intégré à Netscape Navigator qui permettait la détection et l'administration à distance des serveurs de la marque".


C'est à dire que Kitetoa ajoutait "/quelquechose" à la fin de l'url, laissant penser que l'url existait, alors qu'avec n'importe quel autre navigateur on aurait eu une erreur 404.
Or, ayant assisté à une démonstration de cet exploit par Mr Kitetoa, à l'occasion de la première Zelig, je ne me rappelle pas qu'il ait mentionné cela, il soutenait que l'adresse existait et qu'on pouvait y accéder si on la connaissait.





Au delà de cet aspect technique cet article nous informe sur les risque de cette jurisprudence, et aborde évidemment l'innévitable question (Troll?) : Faut-il diffuser les exploits ?





NdM : plutôt : Comment faut-il diffuser les failles ?


(merci à Sunglasses d'avoir également proposé la news)
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