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Mr Bernard Ourghanlian (Chief Technical & Security Officer - Microsoft France) répond aux attaques du journal LeMonde.





NdM : Il semblerait que Microsoft soit chatouilleux sur le sujet quand c'est Le Monde qui en parle


NdM2 : Palladium s'appelle maintenant "Next-Generation Secure Computing Base"
En lisant la lettre ouverte de Microsoft au Journal LeMonde, j'ai été enthousiasmé par les fonctions de Palladium :





Mémoire cloisonnée, 


Attestation, 


Stockage scellé, 


Entrée et sortie sécurisées,


l'utilisateur maîtrise toujours l'activation du mode "Palladium",


l'utilisateur a toujours la possibilité de contrôler et de savoir quels sont les éléments de l'espèce de "coffre fort électronique",


etc..





et puis je me suis réveillé et j'ai relus le CLUF de WinXP (avant de formatter le hdd pour installer MDK) :


Section 1:


"[...]Il est possible que vous soyez obligé de réactiver le LOGICIEL si vous modifiez votre matériel[...]"


"Les fournisseurs de contenu utilisent la technologie de gestion des droits numériques (« Microsoft DRM ») contenue dans ce LOGICIEL pour protéger l'intégrité de leur contenu (le « Contenu Sécurisé ») afin d'empêcher toute atteinte à leurs droits de propriété intellectuelle, y compris les droits d'auteur, sur ce contenu. De temps à autre, les propriétaires dudit Contenu Sécurisé (les « Propriétaires de Contenu Sécurisé ») peuvent exiger de Microsoft, Microsoft Corporation ou leurs filiales qu'ils fournissent des mises à jour relatives à la sécurité des composants Microsoft DRM du LOGICIEL (les « Mises à Jour de Sécurité »). 


Ces Mises à Jour de Sécurité peuvent avoir des effets sur votre capacité à copier, afficher et/ou diffuser le Contenu Sécurisé par le biais de logiciels Microsoft ou d'applications appartenant à des tiers utilisant Microsoft DRM. PAR CONSÉQUENT, VOUS ACCEPTEZ QU'EN TÉLÉCHARGANT UNE LICENCE D'UTILISATION DE CONTENU SÉCURISÉ À PARTIR D'INTERNET, MICROSOFT, MICROSOFT CORPORATION OU LEURS FILIALES PEUVENT ÉGALEMENT, EN ASSOCIATION AVEC LADITE LICENCE,  TÉLÉCHARGER SUR VOTRE ORDINATEUR LES MISES À JOUR DE SÉCURITÉ QU'UN PROPRIÉTAIRE DE CONTENU SÉCURISÉ A SOUHAITÉ QUE MICROSOFT, MICROSOFT CORPORATION OU LEURS FILIALES DISTRIBUENT.le LOGICIEL."


J'ai peut-être mal lu, mais c'est du palladium ça ? non ? Je ne vois pas la fonction pour que l'utilisateur contrôle tout ça..... Bon, d'accord, il n'y à rien à contrôler puisque il l'accepte dans la licence......





Cela me rappelle l'article paru dans MSIC N°4 "Autopsie du virus Concept" à une époque ou on pensait qu'un virus ne pouvait-être qu'exécutable...


Qu'en sera-t-il de Palladium ? verra-t-on un autre type de virus ? (appelons-le crypto-virus, virus de coffre-fort, etc......)
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