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Tunnelmon, un moniteur de tunnels sécurisés SSH, sort en version 1.1. Il est publié sous GPLv3. Le code est en Python.



	Il propose une interface de supervision et de gestion des tunnels SSH s'exécutant sur un système.

	Il peut afficher soit une liste des tunnels sur la sortie standard, soit une interface interactive en mode texte dans le terminal.

	Il peut également afficher la liste des connexions réseaux issues de chaque tunnel et leur état.
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Tunnelmon gère aussi les tunnels mis en place avec autossh, une application qui peut redémarrer automatiquement vos tunnels en déroute.

Avec cette version 1.1, il gère maintenant les trois méthodes de redirection de ports proposées par SSH.
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[C] Close tunnel, [NI Show connections, [Q] Quit, [R] Reload autossh tunnel
Active tunnels: | / Active connections: -
TYPE FORWARD SSHPID INPORT VIA ~  TARGET  OUTPORT CONNECTIONS
ssh local 215994 12345 localhost localhost 23456 ||

+ ESTABLISHED ~ 127.0.0.1:58208 —> 127.0.0.1:22

+ LISTEN ::1:12345

+ LISTEN 127.0.0.1:12345
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